PeripheralVision®

User Manual

Version 1.6



COPYRIGHT
Copyright 1999 © Ringdale UK Ltd. All rightsreserved. No part of this
publication may be reproduced, transmitted, transcribed, stored in a
retrieval system, or translated into any language or any computer
language, in any form or by any third party, without prior
permission of Ringdale UK Limited.

DISCLAIMER
Ringdale UK Ltd. reservestheright to revise this publication and to
make changes from time to time to the contents hereof without obligation
to notify any person or organisation of such revision or changes.
Ringdale UK Ltd. has endeavoured to ensure that the
information in this publication is correct, but will not accept

liability for any error or omission.

TRADEMARKS
Peripheral Vision® and NPMP™ are products and Trademarksof ITC Ltd.
Microsoft, Windows, Windows NT/95/98, Mi crosoft Exchange,
Microsoft Outlook, 3Com and TELNET are also trademarks.
All other trademarks are hereby acknowledged.




Contents

LiCenCEAQreEMENt ........cceeveeie e Page5
INErOdUCTION ... Page 7
Chapter 1

1915 ¥ | F= 1T S Page9
Chapter 2

Operating PeripheraVison®: Discovery ................... Page 15
Chapter 3

ManagingtheDiscovered Devices.........cccceeveeneeee. Page 25
Chapter 4

Agent Monitoring Facilities.........cccccevevceeveccieseenne, Page41
Chapter 5

Operating PeripheraVision®

TheNetwork Map .......ccccceeeeveneeeceece e, Page 65
Chapter 6

SNMP TreeWalker FUNCLiON .........cccoeveveveeiieennnne Page 71




Chapter 7

Product Authorisation and Licence Transfer ............. Page 77
Appendix A
MENUOPLIONS ....ecvveveeieceee e see e Page 85
Appendix B
INStalatioNNOLES .......ccveeeeeee e Page 93
Appendix C
(€105 3 2 Page 97




SOFTWARE LICENCE AGREEMENT

Thisisalegal agreement between you, the end-user and International Technology Consultants Ltd. BY OPENING THE
SEALED DISK PACKAGE, YOU ARE AGREEING TO BE BOUND BY THE TERMS OF THIS AGREEMENT,
PROMPTLY RETURN THE UNOPENED DISK PACKAGE AND THE ACCOMPANYING ITEMS (including written
materials and binders or other containers) TO THE PLACE YOU OBTAINED THEM FOR A FULL REFUND. The en-
closed International Technology Consultants Ltd. product isasingle user version unless your product’s packaging indicates
otherwise or unless you have written agreement with International Technology Consultants Ltd.

ITC SOFTWARE LICENCE
1 GRANT OF LICENCE

(a) International Technology Consultants Ltd. grantsthe user a Licenceto use one copy of the enclosed software
program (“the Software”) on asingle terminal connected to a single computer (i.e. with asingle CPU). The end-user may
copy the software from one single terminal to another single terminal or portable or home computer or terminal belonging to
or used by the end-user provided that the software isin use on only one computer at atime and is never installed on more
than two computers at any one time and is used only by the end-user.

(b) If the end-user has multiple Licencesfor the software, then at any time the end-user may use as many copies
of the software as the end-user has Licences. If the number of persons who can access and use the software exceeds the
number of Licencesthat the end-user has, then the end-user must have areasonable mechanism or processin place to assure
that the number of persons using the software at the same time does not exceed the number of Licences.

(c) ThisLicenceisnot asale of any of therights of ownership of the original software or any copy. In particular
International Technology ConsultantsLtd. retainstitleand full rights of ownershipintheoriginal or any copy of the software
installed or copied or in use on all such physical media or on any other media such as, but not restricted to, floppy or hard
disks, CD-ROM or similar storage devices or operating memory.

(d) As the end-user is simply acquiring a licence to use this product, it may therefore not be sold, leased or
transferred to anyone without prior consent of International Technology Consultants Ltd. After written notification to
International Technology Consultants Ltd., the end-user may transfer all copies of the software (including the original) and
the documentation on a permanent basis to another person or entity, provided that the end-user retains no copies of the
software or documentation and that any authorised transferee of the software shall be bound by the terms and conditions of
this Agreement. If the software is an update, any transfer must include the update and all prior versions.

2. COPYRIGHT

The software is owned by International Technology Consultants Ltd. or its suppliers and is protected by the
English copyright laws, international treaty provisions, and all other applicable national legislation. Therefore, you must
treat the software like any other copyrights material (e.g. abook or musical recording) except that if the software isnot copy
protected you may either (a) make one copy of the software solely for backup or archival purposes, or (b) transfer the
software to asingle hard disk provided you keep the original solely for back up or archival purposes. You may not copy the
product manual (s) or written materials accompanying the software.

3. OTHER RESTRICTIONS

The software and the enclosed written materials are copyrighted and for the avoidance of doubt, the following
are absolutely prohibited without the expressprior written consent of I nter national Technology ConsultantsLtd.: 1)
Unauthorised copying of the software (or of the written materials), including software that has been modified, merged or
included with other software; 2) Translating any of the software; 3) Reverse-engineering, disassembling, decompiling, or
making any attempt to discover the source code of any of the software; 4) Sub-licensing, renting or leasing any portion of
the software, or operating any of the software on or from a network or mainframe system; 5) Using a previous version of
the software for which you have acquired an upgrade or update, except that for a period of ninety (90) days after you
receive the upgrade or update you may use the previous version solely to convert existing documents to the upgraded or
updated version. At the end of the ninety (90) days, the previous version must be deleted from the computer and the original
disks must be physically destroyed.




4. LIMITED WARRANTY

International Technology Consultants Ltd. warrants that (a) the SOFTWARE will perform substantially in
accordance with the accompanying product manual(s) for a period of NINETY (90) days from the date of receipt; and
(b) software will be free from defects in materials and workmanship under normal use and service for a period of ONE
(1) year from the date of receipt. Any implied warranties on the software are limited to NINETY (90) days.

5. CUSTOMER REMEDIES

International Technology ConsultantsLtd.’ s entire liability and your exclusive remedy shall be, at International
Technology Consultants Ltd.’s option, either (a) return of the price paid or (b) repair or replacement of the SOFTWARE that
doesnot meet I nternational Technology ConsultantsLtd.’slimited warranty and whichisreturned to International Technology
Consultants Ltd. with a copy of your receipt. Thislimited warranty is void if failure of the SOFTWARE has resulted from
accident, abuse, or misapplication. Any replacement SOFTWARE will bewarranted for theremainder of the original warranty
period or THIRTY (30) days, whichever isthelonger.

6. NO OTHER WARRANTIES

International Technology Consultants Ltd. disclaimsall other warranties, either express or implied, including
but not limited to implied warranties of merchantability and fitnessfor aparticular purpose, with respect to the software, the
accompanying product manual (s) and written materials. Thislimited warranty gives specific legal rights.

7. LIMITATIONSON LIABILITY

Inno event shall International Technology ConsultantsLtd. or itssuppliersbeliablefor any damages whatsoever
(including, without limitation, damages for loss of business profits, business interruption, loss of business information or
other pecuniary loss) arising out of the use or inability to use this International Technology Consultants Ltd. product, even
if International Technology ConsultantsLtd. has been advised of the possibility of such damages. In any case, International
Technology Consultants Ltd.’s entire liability under any provision of this agreement shall be limited to the amount actually
paid by you for the SOFTWARE.

This agreement is governed by the laws of England and Wales.
Should you have any questions concerning this agreement, or if you desire to contact International Technology Consultants

Ltd. for any reason, please write to: I nternational Technology Consultants Ltd., 26 Victoria Way, Burgess Hill, West
Sussex, RH15 9NF, United Kingdom.




Introduction to PeripheralVision®

PeripheralVision® is a network management tool developed to enable
comprehensive monitoring, organi sation and graphical design of your office
network, WAN (Wide Area Network) and the Internet beyond. Its key
featuresinclude:

Discovery facilitiestofind thehar dwar eattached to your network
Thediscovery facilities can be configured to query your network inanumber
of ways to find the attached hardware. Once a device (agent) isfound, it
will beidentified by Peripheral Vision® and an icon representing the device
will bedisplayed, completewith atitle, on the Peripheral Vision® map.

Detailed property pagesenabling remote management of devices
Extensive property pages are available for each discovered device. These
can beinterrogated for device information, status etc. and can be used to
remotely managethe device (for instance, aprinter could be set on/off line,
reset, paper trays can be changed - al remotely from the PC on which
PeripheralVision®isinstalled). Thelevel of remote configuration available
will vary depending on the printer model.

Comprehensivemonitoringfacilities

Extensive device monitoring capabilities enable Peripheral Vision® to
configure sound and email aerts to notify of problems with the hardware
onthenetwork. Logging and graph abilitiesareavailableto record hardware
performance.

Design graphical representationsof your network

The Peripheral Vision® map enables you to design graphi cal representations
of your network. Peripherals recognised to be on the same part of the
network will be automatically cabled together, usethefacilitiestotailor the
map to arrange a screen layout to represent your office/s.

This manual will guide you through the installation of your
PeripheralVision® software and enable you to useits potential to thefull.







Chapter 1

| nstallation

TCPIP

Check that you arerunning TCP/I P and haveavalid | P addressassigned
toyour workgation. If youdonot haveavalid TCP/I P addressassigned to
your wor kstation, refer tothel ngtallation Notesasdescribed in Appendix
B of thismanual.

CD Installation on Windows95/98 and NT 4.0

Important: Before installing Peripheral\Vision® ensure that you exit all

Windows programs.

1 Insert the PeripheraVision® CD-ROM in your drive and wait a few
moments.

2 You will be presented with a message window telling you that you are
installing Periphera Vision®.

3 Click Yesto continue. After afew momentsawindow appears.

4 Click onCancel if you have any Windows programs open. Closethem
down and restart the procedure.

5 Click on Next to continue. Thefollowing window will tell you that the
default directory for Peripheral Vision®is:

C:\Program Files\Ringdale\PeripheralVision

and will give you the opportunity to change thisif you wish.

6 Click on Next to continue.




Thefollowing window will look similar to this:

stallation Choices

7 Clicking on the Change button will present you with the following
dialog box which containsinstallation options:

PlotPro Desktop
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The options are:

Pre-defined Alert Sounds (for further information about the sound facilities
see Chapter 4). Thiswill install sound filesfor usein Peripheral Vision®. If
your PC doesn't have a sound card, or you wish to assign alert sounds of
your own, you probably will not require this option.

PlotPro Desktop isaprogram that allows viewing and printing of Raster,
AutoCAD DWG and DXF filesto plotters.

Software Licence Driversis an option for Windows NT4 only, and is
automatically installed with Peripheral VVision® whether thisoption is selected
or not. Usethisoption only if thedrivers need to be rel oaded separately at
alater date.

8 If any itemsare selected that you do not want to install, click in the box
next to them to desel ect them.

Both of these dialog boxes will display the space required to install the
softwareaswell asthe space available. You canleavethese screenswithout
installing software by choosing Cancel or Back (or Continuethen Cancel
or Back from the Changes dialog box).

9 Onceyou have selected the optionsyou require, click on Continuethen
Next to continue. Follow the simple instructions to complete the
installation. The program will load and the program installer will
automatically placeaniconinyour Start directory.

10 The final window gives you the option of restarting your computer
without running through the close down procedure. Remove the CD
fromthedrive, check that Restart my computer now isselected and click
on Finish. After there-boot isfinished theinstallation will be complete.
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Installingthe SNM P Agent (optional)

Thisinstallation is an option which enables your workstation to increase
the functionality of its relationship with a large range of other machines,
but is not necessary to ensure the operation of PeripheralVision® itself.
SNMP (Simple Network Management Protocol) is the accepted standard
protocol for LANs (Local Area Networks). You must install the SNMP
agent on your workstation and on the other machinesin your office to get
the full benefits of the protocoal .

Microsoft's SNMP agent can be found on the Windows 95 and Windows
NT installation CDs.

Tolnstall SNM P on Windows 95/98:

1 Fromthe Start menu select Settings and then Control Panel.
2 Select Network.

3 Pressthe Add button.

4 Select Servicefromthelist and then press Add again.

5 Now pressthe HaveDisk button.

6 At the prompt supply the path D:\ADMIN\NETTOOL S\SNM P
(assuming D isyour CD drive) for Windows 95.

or D:\TOOL S\RESKIT\NETADM IN\SNM P (assuming D isyour CD
drive) for Windows 98.

7 PressOK.
8 SelecttheMicrosoft SNM P agent option.

9 Click on the OK button for all windows including the Network
configuration screen.

12



You will seea progressbar with atitle Building Driver Database. Anerror
may occur here on Windows 95 and it will ask for the Installation CD again,
even though it is already in the CD Drive. Thiserror occurs because the
programislookinginthewrong areaof the disk (thisisaWindows 95 error
and not a Peripheral Vision® error). If thishappens, changethedirectory to
D:\WIN95 (thenormal install path).

10 Press OK and the SNMPinstallation will be complete after are-boot.

Tolngtall the SNM P Agent on WindowsNT:

1 Fromthe Start menu select Settings and then Contr ol Panel.

2 Select Network.

3 Select Services property page by clicking on the tab.

4 Select the Add button.

5 Scroll downthelist and find SNM P Service. Click onitto selectit.

6 Click OK. Thefollowingwindow will appear:

Windwa WTSep W
ﬁ Sy momiz 1o ooy s Sfrekona MT ez
_Cencel |

Sty vl ook For e Bag i the ocation mpeciisd below,
11 yrus ek Bsbap b books i difereni place. Bype the
e Mo mlarar. T s hooatee ol o ek

7 Click on Continue (assuming D isyour CD drive). The SNM P agent will
beloaded from the CD.

13



8 After the SNMP agent has been loaded, ensure that SNM P Serviceis
still highlighted, and then click on the Properties button.

9 If Agent isnot the default page, select it.

10 Click OK toexit. Theprocedurewill be complete after are-boot.

Uningalling PeripheralVison®

1 Touninstall PeripheralVision®, select Programsfrom the Start menu,
then PeripheralVision®. Click on Uninstall PeripheralVision®. You
will seethefollowing message box:

Confirm File Deletion

[ ? Are o sure pouwant to completels remowve the selectad application and all of itz
components?

2 Tocompletely remove Peripheral Vision® and al of itscomponents, select
Yes. TheUningtall Shield application will beginautomatically uningtalling
PeripheralVision®. Alternately, select Notoretainyour installed version
of PeripheralVision®.
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Chapter 2

Operating PeripheralVision®: Discovery

To start Peripheral Vision®:

Select Start > Programs> PeripheralVision® > Peripheral Vision® 1.6.

Wait afew moments. You will then be presented with the following empty
Map Screen:

B Perigheradisosiim] - Plnstied)]

Eha Eddl aw detors [uroves Jodr Hee

Ul | 2l@] cl=|3=%] sl e @mlio B =] sl=] 7]

ol | v

Totad Maurshar OF diganir Crreramsad =00 133

Discovery and Related Functions

Discoveringyour LAN (Local AreaNetwork)

If the program isleft to start up onits own, then it will automatically send
out a NPMP™ (Network Peripheral Management Protocol) broadcast on
your LAN after 30 seconds. Any devices discovered will appear on the
map screen asicons.
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An example of how the screen will appear is shown below:

¥ PeripheralVision(tm) - [Untitled]
Fi Edit Miew © Actions © Discowvery Tools © Help

s i S

HE T HEFU? A
[z Fs Fastport d k.
194 70127130 CDJ_fastport ACCOUNT_L EINGDALE NFP_223077
_FLOTTER
HE G HE R HEFR AETH H
2 HEM
lire ine: ire: Fastpart
NF_S93355 EINGDALE_NG NF_STOTOS DESIGHJET

HE G

lire

MET DESEJET

e o

| Tatal Murnber Of Agents Discovered = 34 fiee e

Each icon denotes a network device (agent). PeripheraVision® identifies
thetypeof deviceitis(for exampleaprinter, aPC, ahub or router) and then
choosesanicon to represent it. Most makes of printer will be specifically
identified (for example Kyocera, Epson, and Hewlett Packard printerswill
be recognised and each will have its own icon).

In addition, symbols appearing on theicons provide information regarding
thefunctionality and the status of the machine. The NPMP™ probe updates
the status of the NPMP™ devices on the network every 30 seconds
automatically (thisfeatureisadjustable. For further details seethe section
Expanding Your Discovery Abilities, which isfound later in this chapter).

Explanationsfor these symbols are asfollows:

P FTP superimposed on agent
(i— Agent has File Transfer Protocol (FTP) accessibility

HEM Oniald enabling use of aFTP probe (for further detail s see section
FTP Accesslater in this chapter).
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Globeicon superimposed on agent

Agent hasHTML abilities, enabling it to beinterrogated
using aweb browser (for further detail s see section \WWeb
Browser later in this chapter).

Largered crosssuperimposed on agent

Agent currently not responding.

When the machine comes back on to the network thered
crosswill disappear.

L argequestion mark superimposed on agent
Agent hardware type cannot be identified.
User can choose type from property pages.

Thumbsdown icon superimposed on agent

Invalid NPMP™ | P address detection.

IP address is incorrectly configured, use property page
to change this (see Chapter 3).

Round, green Picon superimposed on agent
Agent is currently printing.

Exclamation mar k superimposed on agent

Agent currently has an error e.g. out of paper.

Tofind out more specific detail s of the problem see agents
property pages or hold cursor over agent and study the
Cursor Bar at the bottom of the screen.

T N superimposed on agent

Agent has TELNET accessibility, enabling use of a
TELNET utility (for further details see section TELNET
later in this chapter).

I PSsuperimposed on agent
Agent hasRingdal e Internet Printing System™ software
installed and running.

Each of these symbols can be turned off if required, see section Configure
Machine Display Page in chapter 4.
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PeripheralVison® Toolbar
Peripheral Vision® functions can be accessed by clicking on the toolbar
icons. The drop-down menus also give accessto all functions.

|o£]
oy

L ocatethisPC

This function will enable you to locate your own workstation.
When you select OK from the dial ogue box, your PC will appear
as an icon on the map screen, along with other machines from
your LAN that you have communicated with recently.

Expanding your discovery abilities

L ocateNPMP™

Thisis atoolbar function that discovers NPMP™ compatible
devices. Clicking on the button will bring up the dialog box
below.

MPMP IP Metwork(s)

" Don't interrogate network using NPMP HBM

(¥ |ntermgate network for NPMP

Enter dddresses a8 199221 222 for single address.
199.2 21 *for complete sub-net. 1342 21 .10-50 for
range of addiesses. These can be combined onone
line:- 1992 21 5,10-50 222

;..................................... r Pollrate [zecs]

EIl-|

Add ]
oK

[Local Metwork]

Bemove I
e

Local Network, which appears by default, enables the local
network devicesto appear automatically at start-up. If you do
not requirethisfacility, click on Don't interrogatenetwork using
NPMP.
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Todiscover aNPMP™ compatibledeviceusingtheNPM P | P Network(s)
dialogbox:

1 Enter an|P addressinto the upper text box on the left side of the dialog
box (if you need more information on I P addresses see Appendix B).

2 Click on the Add button. The IP address will be loaded into
PeripheralVision® and will appear in thelower, larger box .

3 Click OK toclosethepage. Thediscovered devicewill appear onyour
network map.

Alternatively, by running a sub-net search you can locate other agents.
Repeat the procedure above, but enter an |P address ending in * to query
awholesubnet, i.e. 199.2.21.*, or 199.2.21.21-50 for arange of addresses.
Thiswill find machines running TCP/IP on that sub-network. For further
information on TCP/IP addresses, see Appendix B.

Thebox marked Poll Rate enablesyou to vary thetimethe NPMP™ probe
updates the status of the NPMP™ devices on the network. The default is
30 seconds but can be adjusted both up and down.

Ping L ocater
a This toolbar button is used for discovering agents with a valid

IP address on the selected network(s). It operates in the same
way asthe Locate NPMP™ function above but can discover a
greater diversity of agents.

DNSAgent Discovery

Thisisan agent search facility that will retrieve P address and
host name pairsfrom aDNS (Domain Name Server). When this
option is selected, a dialog box will appear as shown at the top
of the next page.
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DNS Agent Dizcovery

i~ IF Addiess of Domain Name Server———
(154 217 16313 |

i Dlomain Mame [i.e. hbmuk com]-——

network-technology. com

Mumber of agents to discover ’1 50 ﬁ

QK ] Carncel i

The IP address and host name pair for your own network appear in the
boxes by default, allowing you to discover other agents on your network.

Todiscover agreater number of agents:

1 Enter another DNSIPaddressinthel P Addressof Domain Name Server
text box.

2 Typedomainto be searched for in the Domain Nametext box.

3 If you want to discover more than 150 agents from a DNS, select the
specific amount from the Number of agentsto discover scroll box.

4 ClickOK.

ConfigureDiscovery
ﬂl A toolbar function that provides an aternative access to the

four previously described functions. Pressing Configure
Discovery produces a menu of the previous named discovery
buttons. Select the one required by clicking on its name and
proceed as previously described.

20



Further Discovery Functions - DNS Lookup

Using DNS Lookup, you can discover the IP address and/or aliases
associated with either an IP address or host/domain name. Thisis not the
same function as DNS Agent Discovery. To access DNS L ookup:

1 Click on an agent on the map screen with the right mouse button. You
will seethefollowing menu:

Diglete dgent

Attach Agent
[etach agent

2 Select DNS Lookup. You will see the

w window shown below:
Moritet Sgent

Broperties. .

DHS Lookup E=

IF Address |194.?n.12?.1sn i

:

Clear all fields

= Tupe of lookup
' [ookupusing IP address

Apply o agent

B
e |

" Lookup uzing Host/Domain name

= Lookup Results
Addresses for this hostname Aliazes for this hosthame

3 Enter an IP Address or Host/Domain Name into the designated box.
Examples of host/domai n names are www.ringdal e.com or www.nptf.org.
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4 Select either Lookup using | P address or L ookup using host/domain
namefromthe Typeof L ookup box.

5 Lookup Details: When you have typed in the information for the DNS
L ookup, sel ect thisbutton and Peripheral VVision® will attempt to discover
additional information for you.

6 Apply to Agent: Select this button to apply your discovery to the
currently selected agent.

7 Clear All Fields: To clear all the dataready for anew lookup, click on
this button.

L ookup Results

Addresses for this hostname: |P addresses for the given hosthame will
appear here. Thisaddress can then be entered into aPing, Search DNS, or
NPMP™ autodiscovery dialog box.

Aliasesfor thishosthame: Aliasesfor the given hostname appear here.

Web Browser

Thisfeaturelaunchesan Internet web browser, if oneisinstalled. You must
provide the web browser application. PeripheralVision® can start a web
browser but does not come with a browser application.

Before you first use this feature, it is necessary to set up the browser:

1 Click onthe Toolsmenu, then select Options.

2 Click onthetab for the Configuration page.

3 Select the browser used on your PC (or use Browseto locate it).

4 Click onApply, thenclick on OK. Thedefault web browser setupisnow
complete.
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Agents with HTML abilities will be displayed on the map screen
superimposed with a Globe icon. These agents can be interrogated using
theweb-browser, asfollows:

1 Selecttheagent by clicking ontheright

mouse button. The popup menu that A
. Batach sgent
appears has an extra option, Browser, . TTTEEER
as shown here; DNS Lockup
2 Select the Browser button. Maornitor Agent !!

PFropertiez.

TELNET

You can use a TELNET utility to access different machines (i.e. from a
Novell network to aUNIX network) by following theseinstructions:

1 Ifanagenticon hasaT N icon superimposed on it, click on the right
mouse button to see the popup menu shown below:

Delete fugent
Attach Agent |
Dietach &gent |
...................................................... ; 2 Select Telnet to access the TELNET

DN3 Lookup window.

Monitor nit

Froperties. .

By default, Periphera Vison: will automatically discover TELNET competible
devices. To switch off this auto-discover function:

1 Select Optionsfrom the Tools menu, then click on the Configur e Page
tab.

2 Click off Automatically discover Telnet.

3 Click on Apply and then click OK. The TELNET utility will now be
disabled unless you enable it again.
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FTP Access

This feature launches File Transfer Protocol (FTP) access from within
Peripheral Vision®. To usethisfeature proceed asfollows.

1 If anagenticon hasaFTP icon superimposed on it, click on the right
mouse button to see the popup menu shown below:

Delete Agent

Aftach Soent
Detach dgent

ONE Lookup 2 Select Launch FTP to access the FTP
Monitor Agent window.

FRefrezh fgent

Properties...

By default, Peripheral Vision= will automatically discover FTP compatible
devices. To switch off this auto-discover function:

1 Select Optionsfrom the Toolsmenu, then click on the Configur e Page
tab.

2 Click off Automatically discover FTP.

3 ClickonApply andthenclick OK. The FTPsearchwill now bedisabled
unless you enable it again.
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Chapter 3

Managing the Discovered Devices

Chapter 2 outlined the procedures for using Peripheral Vision® to discover
Local and Wide Area Networks. This chapter explains how to interrogate
and remotely manage the agents you have found.

To interrogate an agent, double click on the icon
representing the agent to be viewed and managed El'
(for example, this Sales Printer icon): ¥

CALES PRRTER
Delete Agent
E“‘?':hhf Entt Alternatively, by clicking ontheicon with the
i right mouse button and selecting Properties
DNS Lookup from the popup menu, the same result can be
fonitor fgent achieved.
Agent Property Pages

After youfollow the steps described above, the agent's property pageswill
appear on your screen. Arrowsin the top right corner of each page allow
you to scroll through the different pagetitles. Clicking on atitle bringsup
the corresponding page.

Pageswill display agent information ranging from product name and model
to comprehensive configuration and network setup data, including
parametersfor Novell NetWare, TCP/IP, and detail sof the hardwareinterface
that has been discovered. Explore the pages to see the full extent of the
information and functionality available.
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Status Symbols

If the agent you are interrogating is aprinter, the series of icons on the | eft
side of each page give details of the printer’s status (their meanings are
detailed below). An icon’s appearance changes according to the type of
error occurring. For example, in the image below, icon number 2 is red
because the printer has run out of paper. Once the paper tray isfilled, the
iconwill change green

=

Traffic Lights: Red - not functioning: Amber - minor
problem: Green - ready and all clear

Out of paper

Paper jam

Low toner

Unidentified problem

Cover Open

Serviceerror: engineer required

Printer warming up

Printing

CoNUTA~WN

O
T

O
L1

Anexample of aproperty pageisshown opposite. Thisisthe NamesPage
(the default page). It showsapicture of the agent (aKyoceraprinter), with
its model name and beneath this the status box which displays error
messagesfor the Front Panel (inthisexample, the printer isout of paper).
Thesefeaturesappear on all pages, though the information will change as
the status of the agent changes. Beneath the status box is the Refresh
Status button, which can be selected for instant page status updating.

© 0 N o o b~ W N P

Ontheright side of the pageistheinformation that is specific to the Names
Page. Information contained here will be different for every page. 1f you
make any changes to a Page, select the Apply button to save changes
without exiting the properties pages, or press the OK button to save
changes and exit.

Following are examples of commonly available pages. The exact page
combination will vary depending on the agent’s type and make.
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Names Page

SALES_PRINTER Agent property pages [ 2] x|

ﬁzﬁ_ Hames ;,@3 Addresses ] ,ﬁﬁ Valuei ,ﬁz Description ; ;,ﬁ,' g 4 i l:

i Hardware Type

i&?ﬁ IK_l,loc:era Frinter _:_j

lconTile  [SAlES_PRINTER

B Host Name ;
| FS-1700

[rescription
i Front Panel

| Dutof paper

Pragent ig o

Machine |ast contacted o Tue Mar 24 1998 - 16:15:08 P

EE,,EShSlatus .

QC—~r —EPWan

HardwareType: Thetypeof printserver hardwareisdisplayedinthisfield;
select anew hardware type from the drop down list.

Icon Title: The agent icon title can be changed here.
Host Name: The namefromthe DNSisentered here.

Description: Any additional information can be entered here including
printer location, department, etc.

Present: Thisfield refers to protocols and services found on the device.
Thesecaninclude: SNMP, NPMP, IPS, FTP, Telnet or http (thisinformation
can also be found in the Status bar of the Map Screen when you hold the
cursor over adeviceicon).

Below the Present field is textual information on the last time
Peripheral Vision® contacted this device for a status update.
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Address Page

SALES_PRINTER Agent property pages [ 2] x]

% Names % Addresses | i valve | 5% Description| % <[ ]

|P Address IP Subnet Mask Hardware Adddress
19421718371 255.255.255.192  00:al:92:64:91:57

—Metwork Card(s] Detail

] AddCad. j

Ee"esmtaws e o

Network Card(s) Details: Thisoption displaysthe agent’s | P address, |P
subnet mask and hardware address. Click on Edit Detailsto change this
dataor click Remove Detailsto deleteit.

AddCard
If you select the Add Car d button thefollowing dialog box will bedisplayed:

Edit Card Details 2] x]

|P Address 1B Subnet Mazk Hardware Address
154.70.127.130 255.255.255.192 iDD:ﬁD:S2:35:48:98

Cancel i

When PeripheralVision® discovers devices on anetwork it will attempt to
interrogate the devicesto determine the number of network cardsinstalled
and their | P address(es) and hardware address(es). However, occasionally
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thisinformation will not befully availableviathe network. 1t may bedifficult
to obtain the hardware address or find information about second and third
address cards. The Add Card option allows you to edit the database
manually inthe Edit Card Detailsdialog box. If, for example, you know a
device has multiple network cards, but PeripheralVision® discovers only
one card, you can correct the information here.

NPMP™ Device Properties

NPMP™ properties can exist for printers, printservers, routers, and even
hubs.

NPMP™ General Page

SALES_PRINTER Agent property pages [ 2] x]
E : 35 General | 1= netware | 15 NDS Context | 35 AppleTalk] 4 *

1 o General Mame;

D i SALES_PRINTER " Track Names @

e Sharer

|-'.'.| ;15

arial Humber
4915E-97

e Yo -

= | Front Panel

: wareT_l,lpc ot
Kyocera Ethernet FLASH

General Name: Thisisthegenerd printserver nameused for DEC LAT and
LANManager systems.

Track Name: Thisoption allowsthegenera printserver nameto belinked
to the Novell NetWare and Apple printserver names (as they can be
different). If the box is selected, the NetWare and Apple names will
automatically updateto the General Name.

Node Address. Thisisthe Ethernet/Mac address of the printserver.
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Serial Number: The printserver hasaunique serial number which appears
inthisfield.

Firmware Version: Theprintserver'sfirmwarelevel isdisplayed here.

Hardware Type: Theprintserver’'shardwaretype, e.g. Ethernet Inline, will
bedisplayedin thisfield

Busy Timeout: When the printer is busy, set the time (in seconds) before
printer busy signal notifies that the printer is offline.

Sharer Timeout: If thesharer port isinactive, printserver will switchtothe
network port (where applicable) after the Sharer Timeout period has passed.

Output: Either serial or parallel (default) printer ports can be selected for
external boxes. If neither is selected, this option isgreyed out.

Baud Rate: Theseria port baud rate (input or output) can be adjusted here,
if applicable.

NPMP™ NetWare Page

SALES_PRINTER Agent property pages EE
E : 15 General 33 Netvare | 313 NDS Context| 35 Appletak] 4[>

Meta/ane Name:

SALES_PRINTER

T Track Names
Fileserver Restiction:

HEM_4

- 1FeS Metwark Number || IPx Made Number

| Mot available || O0:alg2E491:57
;'--Dperating Mads -

e - Fileserver sca Huriting————

| ¥ Scan

| Hunt
| Printzerver | Rl
| € Femate 15 Interval

;EM Mumber

ok i Cancel ;




NetWareName: Thisisthe current Novell printserver name which can be
replaced by any name up to 48 characters, and will be used to update the
printserver.

Track Name: Thisoption linksthe Novell NetWare name with the general
name (NPMP™ Name Page) and Apple printserver name (NPMP AppleTak

Page).

Fileserver Restriction: Thislimitsto onethe number of fileserversthat the
printserver canlogonto - useful if there are more than fifty fileservers.

I PX Networ k/NodeNumber : For information only.
OperatingMode:
Auto: Auto switches between printserver mode and remote
printserver mode when a printserver of the same name is already
present.
Printserver: Printserver only.
Remote: Powers up asremote printer only.
Fileserver Scan:
Scan: Thisenables/disablesaregular search of fileserver binderies
for the presence of the printserver, alowing automatic log on as
soon as a change is made.
Interval: Thissetsaninterval in minutesfor fileserver scans.
Hunting:
Hunt: When on, finds next free printer if specified remote printer

number isnot available. When off, only logs onto specified printer
number.

Number: Thisisan IPX addressaprinter can be logged on to.
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NPMP™ NDS Context Page

SALES_PRINTER Agent property pages [ 2] x]

This page will appear for printservers that are NPMP™ compliant and
carryingthe NetWare NDS packet (NDSisacomponent of NetWare4.x). It
can be used to givethe printserver aValid NetWare NDS Context.

NetWareVersion: Select theversion of Novell NetWareyou are currently
using.

NDS Context String: Thisfieldisactivated only if NetWare4.x (NDS) is
selected for NetWare Version (above).

Fileserver Restrictions: Thisfacility will only beavailable when NetWare
3.x (Bindery) optionisselected. Usethe Add and Remove buttonsto enter
any fileserver restrictions.
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NPMP™ AppleTalk Page

Pcis

Printserver name: The Appleprintserver name shown here may bedifferent
fromthe Novell and General printserver name (for moreinformation and an
explanation of the Track Names check box, seethe NPMP™ General Page).

ActiveZone: Thisfield showsthe specific zonethat the printserver operates
in.

AppleTalk Entity Types: Theentity typesLaserwriter and | TC Responder
are fixed entities and appear by default. The Laser Shared entity can be
added for Apple share printserver support.
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NPMP™ TCP/IP Page

SALES_PRINTER Agent property pages [ 2] %]
g 115 AppleTaik {2 TCPAP | M5 passwords | Al
1 1B bt b lomistos HEM

IP Address i

;194.217.193.71

| IP Subnet Mask

e e | | [FEssms
| Fsd7m0
Front Panel I AutalP
I~ DHERP
Retresh Status ok i Cancel

|P Address: Enter anew | P Addressinthisfield.

| P Subnet M ask: Thisoption allowsyouto set the I nterface's subnet mask
to match that of the network itislocated in (thisis particularly important if
the'local’ part of the mask isnot 0).

Auto | P Address: When this facility is selected, you can automatically
changethe IP Address utilising the Ping and ar p facility inM S-DOS..

DHCP: When the DHCP check box is selected, information on this page
cannot be altered. When this option is deselected, TCP/IP facilities are

available.

SNMP Pages

Additional pages with increased management control can be accessed if
the device has embedded SNMP attributes. SNMP offers advanced
functionality, including: selection/deselection of the printer's on and off
line status, paper tray selection, and access to control panel status
information. PeripheraVision® will automatically detect thedevice'sinstalled
SNMPfunctionality and will present the additional information.
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Thefollowing pictures are examples of supplementary pages. In thisfirst
example, the SNM P attributes of the previoudly discovered Kyocera printer
result in three extra pages (the page types and the configuration abilities
offered will vary with the make of the printer).

Front Panel Page

o1 Front Panel | & Device | (61 Paper | 315 ceneral| il e <

E Englizh German French ;

—EYC=

f::_ _
O
T . =

This page displays the exact information found on the front panel of the
printer, enabling you to remotely monitor and operate the front panel from
your workstation. For thisKyoceraprinter there are compl ete status details
of the machine's functionality. It can be seen that the printer’'s status is
Ready, itisset onthe Optional port with aresolution of 600 dpi for A4
paper, and it will print 1 copy.

The buttons at the top of the page enable you to choose the language
used in the status window.

The warning lights for problems including paper out, toner out, paper
misfeed, cover open etc. are displayed. Thereare alsowarning lightsfor
more serious problems requiring attention from maintenance personnel.

You can put the printer in on line mode from this page by clicking onthe On
Line button.
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Device Page

t property pages

Resolution: Thisoptionalowsyouto adjust the DPI (Dots Per Inch) density
of the printer resolution.

Total Memory and Available M emory: Status data displaysautomatically.

KIR and Ecoprint: Usethese optionsto alter the density of the print.

Paper Page

Face Down Tra

This page allows you to change Paper Trays and select the number of
Copiesto be printed.
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The pagetype and functionality will vary according to the manufacturer of
the agent and the type of device discovered. A selection of SNMP pages
(shown bel ow) from adiscovered printer of adifferent make (inthiscasea
Canon) illustrates the similarities and differences between printers. The
Canon hasan additional page and the detailing isdifferent, but the operation
and concepts are essentially the same.

Front Panel Page

Canon_LBP930 Agent property pages

Printer Page

Canon_LBP930 Agent property pages

This page allows you to change the Toner Density.
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Device Page

Canon_LBP930 Agent property pages [ 2] x]
E € Front Panet| €2 Printer € Device | i3 ceneral] i3 4|

D i e e e S e S
. Narne Wersion
b Page2] 0
o eh LIPS 01.08
| + Mam 01.34
ave ESCP 0311
[ UNZ RESIDENT PROGRRAM 08.00
| RESIDENTZ 19341105
s ] RESIDENT 19941105
Unfitled 19960328
b CR-ES/2Z 19960605
I CScaler 13360913
T CBitmap 19361130

This page liststhe Firmwar e modul es available to the printer.

This printer also has a Paper L ocation Page which allows you to select
Paper Tray options.

Other Typesof Agents

Chapter 3 has concentrated on describing only those pages associated
with discovered printers. In addition to printers, PeripheraVision® can
discover all devices connected to anetwork, from PCs and hubsto routers
and other network peripherals. The type of pages encountered for each
agent will vary considerably. The best way to appreciate the scope of
PeripheralVision® is to explore the agents on the PeripheralVision® map
screen for yourself.

Asanexample, followingisthe M anaged Hub pagefor ahub selected from
aPeripheral Vision® map.

Theinformation supplied letsyou monitor the status of thehub. For example,
inthe bottom right corner of the pageisthe Hub I nfor mation option. Using
the Test and Reset buttons, you can run a test to determine if the hub is
working correctly.
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Managed Hub Page

Front Office Agent property pages

Thefollowing exampleisapagefromaRingdalel SDN Over LAN Router:

ISDN Setup Page

This page lets you to set ISDN phone numbers. Additional pages allow
viewing and configuration of other aspects of the router.

Selecting the Launch Overlan Commander tab at thetop of the page opens
the Over LAN Commander router management program. This program gives
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access to comprehensive and sophisticated monitoring and configuration
proceduresfor therouter (clicking the right mouse button on the router on
themap page and selecting L aunch Overlan Commander isanother quick
way to access the program).

Important Note: It is strongly recommended that you set passwords for
accessing all router pagesin Peripheral Vision® because of the sensitive
nature of theinformation that can be configured.

The Ringdale ISDN OverLAN Router has a Password property page to
enable you to set the password.

PlotPro Access

PlotProisaprogram allowing print jobsto be sent directly to plotterswith
ahigh level of control over thejob’s configuration. Itisideal for printing
sophisticated graphics etc. You can access the PlotPro program directly
from JRL and Ringdale plotter property pages discovered in
PeripheralVision® The access procedures are similar to those described
abovefor the OverLAN Commander.
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Chapter 4

Agent Monitoring Facilities

Peripheral Vision® has sound, email and logging facilitieswhich enable you
to set up acomprehensive monitoring system for your network. To access
the agent monitoring facilities:

1 Right-click on an agent icon on the map screen.

2 From the popup menu, select Monitor Agent. Thiswill bring up the
Monitor Agent screen.

3 Click onthe Status L ogging tab to see the following page:

ates available for logging:
[ Cover open | wiebs:
[ Life time page count
[ Mot ieady

[ Mot rezponding

[T Off line

[ Paper jamming

[ Paper out
A Printing

[~ Service call
[ Toner empty
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The Status Logging page alows you to configure the logging for the
selected agent. Thelogfileyou createwill keep arecord of the status of the
agent.

States Available for Logging: Select a check box in thelist to enable or
disable logging performed by the selected agent when a state change
occurs.

View Log File: Selecting this button allows you to instantly view the log
file. Thelog file window will open, displaying the record of the agent’s
function statuses that you have chosen to monitor.

Setup L ogs: Select thisbutton to configure universal log file details.

Log Now Setup: In the Log Now Setup frame, you can choose whether
logging will occur for All statesor for M onitored statesonly. Onceachoice
ismade, select the L og Agent’ s Details Now button for instant logging.

Agent Monitoring: Sounds

Note: To utilize the sound facilitiesit is necessary to have a sound card
installed on your PC.

Peripheral Vision® comeswith afull compliment of default sound settings.
The Sounds page gives you the option of overriding the sound defaults
and setting up your own customized sounds.

Note: Details of further sound configuration facilities can be found in the
section Setup Sounds Pagelater in the chapter.

Clicking onthe SoundstabinthesameMonitor Agent screenwill bringup
the Sounds page shown on the next page, providing you have a sound
card installed.
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ovel Open
W Mot ready
[ Mat responding
/1 Off ling

v Paper jamming
[ Paper out

[w: Printing

v Service cal
[W! Toner emply
[ arming up

‘ehsite availability

StatesAvailablefor Audio Alert: You can enabl e/disable the soundsmade
by the device when a state change occurs by checking the boxes found in
thislist.

Setup Sounds: Click this button to configure universal sound settings.

Configure Sound Attached to this Agent: To set a sound of your own
choiceto this particular agent:

1 Click on the Browse button. The file path shown in the Path field
represents the currently selected wavefile.

2 Scrall through file pathslist to locate anew wave (\wav) file.

3 Totest the sound before configuration iscomplete, select the Test Sound
button.

4 Onceasound ischosen, check the Set sound asdefault for new agents
box to have this sound automatically assigned to all new devices.
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Agent Monitoring: Email

Clicking onthe Email tab inthe same M onitor Agent screenwill bring up
thefollowing Email page:

ot ready
[+ Nt responding
| 0if line

I~ Paper jamming
¥ Paper cut

1[7 PFrinting

{7 Service cal
¥ Toner empty

[ ' aming up

Note: Before using theemail facilities, you must have Microsoft Exchange
or Outlook installed. Peripheral Vision® automatically connectsto the email
servicewhen it is started.

Agent States: This list shows the various states existing for a particular
agent.

Send Email To: The email recipient groupswhich you configurein Setup
Groups (seebelow) arelisted here. To have email sent to agroup, check the
box next to itsname.

Setup Groups: Select this option to setup and configure groups of email
recipients. Thegroup nameswill appear listed under Send Email toonthe
Email page.
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PeripheralVison® Graph Wizard

Peripheral Vision® has the ability to create Page Count Graphs to enable
you to monitor the number of pages printed by each of your network printers.

Note: Tousethisfacility itisfirst necessary to create a Page Count Status
log filewhichwill providetheinformation for the graph (for details on how
to do this see the start of the chapter).

To create a page count graph:

1 Select Graphsfrom the View menu at the top of the map screen. This
will launch the Graph Wizard.

2 Click Next, then Next again. Inthedisplayed dialog box enter the path
tothelog fileto be used for the graph and click the Add button, or use
the Browse button to find the file and click on Open. Thefile will be
added to the list in the bottom half of the box. You can enter as many
filesasyou require.

3 Click ontherequiredfileinthelist to highlight it and click on Next. The
following dialog box will be displayed:

Graph Wizard

Select which agents you wish to appear in the araph from the list of available agents. To
add an agent into the graph, highlight it in the available sgents list box and then click the
Add button.

Wwhen all the required agents are in'the agents to graph list box, click the Finish button to
draw the graph.

i Awailable agents: Agents to graph

atk
| |PA_Dffice

4 Back 1 [EitierT Cancel
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4 Intheleft hand box arelisted the agentsavailable onthelogfile. Select
the agents you want to appear in your graph and click on the Add
button. Your selection/swill appear intheright hand Agentsto Graph
box.

5 Click on the Finish button and OK the following message box. The
graph will be displayed. An example is shown below, with the page
count history of 3 printers:

[ Graph Yiewer

ke

File < Edit “Wiew = Graph

A Line Graph Showing Life Time Page
Counts

10000

8000 f—v— /-"7 A& Darket fast
6000
Number /;f/
4000 -8
OB
OfPageS p—O /;" = @ Ilarket slow
2000
0 T S N
feia) f=ia] f=] fes] fe=] feia) feia) feia) feia)
[ O O {= O [ [ [ [
=] k=] =] oo =
B § & & g 3 2 R T Fh Office
= =2 2 5 2 = 2 =2 =
Time

At thetop of the Graph Viewer screen isamenu bar which gives accessto
the following options:

File
Save As: Use this option to save your graph as a windows bitmap.

Print: Use this option to print out your graph.
Edit

Copy: Using this option, the graph can be copied and pasted into other
applications
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Graph
Axisand Scale Settings: Selecting this option will display the following
diaog box:

Thisoption enablesyoutotailor the graph to your requirementsby changing
the default scale settings to include only the data you would like in the
Graph.

ConfigureGraph Limits

Graph Start Date\Time: Enter here the date you want the graph to start
from.

Graph End Daté\Time: Enter herethe date you want the graph to end on.

ConfigureGraph TicksFor TheX Axis
This enables you to set the configuration of the Time axis to your
requirements.

47



OptionsProperty Pages
To access additional monitoring facilities:
1 Click on an agent on the map screen to select it.

2 Click on Optionsfrom the Tools menu at thetop of the map screen. You
will seeadialog box titled Options Proper tieswith seven tab options.

3 Clicking on each tab will accessadifferent property page enabling you
to view and configure the information. The function of each property
pageisexplained below.

Configuration Page

Options Propeities

iciosaft Intemet Explorer

APROGRA™TMMTERM ™1 iexplore. exe

ConfigureDiscovery Settings: Thefirst three of these settingsallow you
to designate which of thethree available options- Telnet, FTP or NPMP -
you want Peripheral Vision® to automatically discover. They can besetin
any combination you require.
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Enable Extended Discovery: Thisfourth option canbeuseful if you
aretrying to discover an entire network. Whenthisoption isselected,
for each new agent with SNMP that PeripheralVision® discovers,
that agent’s ARP Table is interrogated to find further addresses to
discover. Thiswill often result in extra agents being displayed on
the Map Screen, including devicesthat were not actually requested
intheoriginal search criteria.

L anguage Settings: Thisdrop-down list allowsyou to change the language
used in PeripheralVision®. Select from English, French, German, Spanish,
[talian, or Japanese.

Other Settings:

Use Sounds: Select this option if you want a sound to aert you
when error conditions occur.

Connect to Mail Server: PeripheralVision® automatically connects
to the email servicewhen it isstarted. To deselect thisoption click
on thetick box to remove thetick. Seethe Options Property page
Setup Email Groups for more information on configuring this
option.

Browser: Choose the browser you want to use, for example Netscape
Navigator or Microsoft Internet Explorer, from the drop-down list. Youcan
manually changethefile path for the type of browser you have selected by
typinginthedatafield. The Browsebutton allowsyou to manually find the
web browser that isinstalled on the machine.

Ping Release Rate: This dliding bar controls the release speed of the
discovery probes. If, for example, you have a slow modem, you should
movethisbar closer tothe“Less’ end of the scale, otherwise most discovery
packets will be discarded. Due to the nature of ICMP and UDP packets,
when anetwork gets busy, these are discarded first. Therefore, if you are
trying to discover over aslow connection, you will missmost of thereplies
coming back. Moving the bar closer to “Less’ alows questions to be
asked more slowly, therefore giving Peripheral Vision® agreater chancefor
successful discovery.
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Security: Selecting thisbutton will display the Security dial og box:
Secoity ____________________________________________________H

User  Options

| Usemame [ éccessTipe [EA Desciiption |
+ laura user users can view only the status of devices and / or be locked aut of view...

+ alen operator operators can view status, set values and perfaim management functions
+ alan adminiztrator administrators can add and remove agents and configure services.

' Achive Lser

Peripheral Vision® has athreelevel security system that is expandable and
fully configurable. An administrator can use the Security dialog box to
create and customise new security levels and configure the access rights
of existinglevels. Someusers, for example, could beallowed to view amap
but not save any devicestoit. Thethreesecurity levelsare User, Operator
and Administrator.

The Security dialog box containstwo menus- User and Options- and alist
view, as shown above. Thelist view shows the Username, Access Type
(access rights to the program) and a Description field for all usersin the
database. Each active user hasatick next toit. The user currently logged
on has a star next to their name. The list view can be sorted into either
ascending or descending aphabetical order by clicking on the column
headers.

To set access rights:
1 Click ontheUser menu.

2 SelecttheNew User option. Thedialog box shown onthe next pagewill
appear.
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The User Properties dialog box allows you to add security access and
perform management functions.

AccessL evel: Choosean AccessL evel fromthedrop-downlist. If youare
creating the first user, access level must be administrator. Initially, only
administrators have access to Security options. You cannot configure
any security options until you have created an administrator.

User nameand Passwor d: Usethesefieldsto add new user namesand their
passwords at the selected Access L evel. Each user will need to enter their
own password every time they want to access PeripheraVision®. Inthe
Description field you will see adescription of the user’s access rights.

If you want to prompt the user to change their password at first login,
select the Change Passwor d at Startup box.

Select the Disable User s Access box to disable this users access.

To go back to the Security dialog box, choose OK. You will seethe user
names you have entered are now listed on the page.
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Other facilities under the User drop-down menu enable you to delete or
rename each user.

User Logon

If security has been configured for your copy of Peripheral Vision®, youwill
need to log on when you start the application. If the program is already
running and another user is logged on, you can log on by choosing User
L ogon from the User Access menu on the Peripheral Vision® main screen.
The PeripheralVision® Security dialog box will appear for you to enter
your password.

User L ogoff

When you exit the program you are automatically logged off. If you want
to leave the program up and running, select User L ogoff from the User
Access menu on the Peripheral Vision® main screen. You will belogged off
immediately; no dia og box will appear. Choosing thislogoff method causes
all operations to be restricted until a user logs on.

Security access levels can be further expanded and configured by clicking
ontheOptionsmenuinthe Security dialog box and selecting the Configure
Access L evelsmenu option. Thefollowing dialog box will appear:
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The ConfigureUser L evel Accessdiaog box enablesyou to defineaccess
rights for the various levels and create new access levelsif required.

L evel AccessRights: Thissection of thedialog box showsexisting Access
Levelsand their corresponding Access Rights. The current Access Level
appears in the drop-down list. The selected check boxes indicate which
options can be accessed by usersfrom thislevel. Scroll through the drop-
down list to view access rights available for the various Access Levels.

Select thelevel you want to configure from the drop down list. The default
check boxeswill be automatically selected to show thelevel’scurrent access
rights. Select and/or deselect the appropriate check boxes for the user
level. When user configurationiscomplete, click on Apply or OK or click
on Cancdl to discard any changes.

Create New AccessL evel: Tocreateanew AccessLevel:
1 TypeauniquenameintheAccessL evel Nametext box.

2 Typeabrief description of thenew level inthe Description box, whichis
automatically activated.

3 SelecttheCreateNew L evel button toinsert and highlight the new level
in the drop-down list.

4 The default check boxes will be automatically selected. Select and/or
deselect as required.

5 Click ontheApply button for immediate application of al chosen settings.
Click on OK toreturnto the Security dial og box.

Also under the Options drop-down menu, you can select Remove All
Security if you do not require user access rights any longer.

This option will completely destroy all security configured for the
application. When all security isremoved, PeripheralVision® will befully
accessible by any user.
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Configure Machine Display Page

ptions Properties

tdachine has Telnet capabilities
Web b achine has a web page available

IPS Machine has the Intemet Printing Syatem [IPS]
FTP Machine has File Transfer Pratocol (FTP) utility

Status td achine currently has an emor
PFrinting b achine iz currently printing
Dead b achine has not responded ta pings within the time: limit

| BadlP  MachinehasabadlPAddess

Configure Machine I cons Displayed: This table displays the icons that
can appear over a device on the Map Screen and explains the purpose of
each. Choose which iconsto activate by clicking in the check box next to
eachicon.

View | P Addresses: Selecting thischeck box will allow youto view an|P
addressinstead of amachine namefor each icontitle.
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Setup Monitor Logging Page

tions Properties

|CA\PROGRAM

Path to Log File: This is the directory or file path to be used by
Peripheral Vision® for maintaining alog filefor agent monitoring. You can
change this file path by either retyping the path in the data field or by
selecting the Browse button.

Rate of Page Count L ogging: Thisisthefrequency at whichthelog filewill
be updated. Morefreguent logins help to ensurethat thelog is up-to-date.

Maximum L og File Size: Thisisthemaximum spaceallowed for thelogfile.
SdecttheView L og Filebutton to view the Page Count log filefrom Windows
Notepad. If thelog filereachesthe maximum size, itisautomatically placed
inabackup filewith the samefile name but ending with _backup.xxx, where
XXX represents the version number of the log file with the highest number
being most recent. The backup fileswill be the same size asthe maximum
sizethat was allowed when they were created.
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L og Now Setup: Thisoption alowsyou to choose whether you want alog
file setup for all discovered agents or only agents with states for which
monitor logging is enabled. If you select the Log Details For Selected
AgentsNow button, you will forceimmediate logging to occur only for the
agents for which monitoring is configured.

Setup Monitor Loggingfor All Agents: If you select this button, monitor

logging will be setup for all devices. Thisoption can save you timewhen
you are setting up several devices for the same type of monitoring.

IPS™ Configuration Page

Options Properties [ 7]
Configuration Page 1 Configure Machine Display 3 Setup Monitor Logaing l
{5 Configuration Aszociate External Applications I Set-up E-mail Groups ; Setup Sounds
|IPS Matfication Messages
i Path to Hotification File
i [C\PROGRAM FILES'\RINGDALE\PERIPHERALVISION\L ogs\ips
Wiew Fils i Browse... i
ag 1 Cancel i SSopl ;

This page can only be accessed if IPS™ isinstalled on your PC and it is
set to communi cate with Peripheral Vision®. The Ringdale Internet Printing
System™ (IPS™) is software that enablesyou to print from any application
on Windows 95/98 or WindowsNT 4 to any network connected printer that
has avalid |P address.
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Path to Notification File: Use this directory or file path to maintain a
notificationfilefor IPS. Thiswill createarecord of detailed information of
all print jobs sent from your PC using IPS™. Change the path by retyping
its name or by selecting the Browse button.

View File
Select the View Filebutton to view the contents of thefilelisted inthe Path
toNotification Filebox.

Associate External Applications Page

Options Properties [2] %]

This option allows you to associate specific external applications with
chosen machine types and then launch the application by right clicking on
adevice. Initially, you will need to select amachine or group of machines
and then associate application(s) with these. Any one machine can have
up to 10 external applications associated withit.
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TheAssociate Exter nal ApplicationsProcess
To begin the association process:

1 Select specific machines by highlighting their names in the M achines
List or check Apply To All Machines (you can redo your choices by
selecting the Reset Selections button).

2 To associate or disassociate the chosen machines with applications
showninthe Common Machine Applicationslist, highlight anapplication
fromthelist

3 Press one of the following three buttons:

Associate Button: Selecting this button will associate the type of
device with the selected application, creating a link between the
two.

Disassociate Button: Selecting thisbuttonwill disassociatethetype
of devicefrom the selected application, removing alink between the
two.

Remove All Associations Button: Selecting this button causes a
global disassociation to occur.

4 Once machines and applications have been associated, press Apply for
the association to be enabled.

5 (Optional) Selectthe Edit ApplicationsList buttonto display theL ocate
Application to Associate dial og box that is shown on the next page.

You can usethisdia og box to configure alist of applications associated
with specific machinetypes. Applications can be selected for addition
to thelist using the Browse button, Browse for New Application field,
or the drag-and-drop method. Applications can also be deleted or
edited. After association is complete, you will be able to launch the
applications by right clicking on an agent or by choosing External
Applicationsfromthe Tools menu.
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Note: The two default applications installed with PeripheralVision® are
OVERCOM and PLOTPRO. Youcannot edit or delete these applications
whilethey appear inthe Current External Application List inthisdialog
box.

Locate Application To Associate (x|

|You Can Drag And Drop file In Here !
— Current External Application List

Application Label | Location | Arguments I
FLOTPRO C:\Program Files*Ringdale\PlotPro\PlotPro.exe
&3 OVERCOM C:\Program FileshRingdale\Peripheralfizion\.overcom. exs IPADDRESS
E),] Cchat.exe C:AProgram FileshMicrozoft Chat\Cchat.exe
V' Use Application Name 4s Label [DEIStE wenlEatity Edit & pplieation..

— Browse For Mew Application

Browser |

Aoply

The dialog box operates asfollows:

You Can Dragand Drop Filein Here! Box: Click onafile(for examplefrom
your desktop) hold down the mouse, and drag it to the You Can Drag and
Drop Filein Here! box. Thefileisautomatically added to the Current
External Applicationlist.

Application Label Field: The Application L abel field containseither the
file name of the application or the name you type inthe L abel field of the
Label Application dialog box. An application’sL abel will display on any
menus that refer to the application.

Location: Thisisthedrive and file path for the application shown in the
Application Label field.
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UseApplication NameasL abel: Whenthisisselected, thefilenameof an
application added or edited automatically appearsinthe Application L abel
field. If thebox isnot selected, the nameyou typeinthe L abel field of the
Label Application dialog box appears.

Browsefor New Application: Inthisfield, typeafilepathfor the application
you want to add and/or edit.

Browse Button: Select the Browse button to browse the Windows
directories and folders.

Delete Application Button: Select an application from the Application
Labé field and then click on Delete Application to remove it from the
Current External Application List. You cannot edit or delete OVERCOM
and PLOTPRO while they appear in the Current External Application
List.

Arguments: If you add anew application to the list without selecting the
UseApplication NameAsL abel check box, you can assign an argument to
theapplicationintheL abel Application dialog box. Argumentsare specific
to different programs. For example, when OVERCOM islaunched, it takes
an |P address as an argument. In this case, because each agent has a
different 1P address, you can type the word IPADDRESS as the argument.
When you launch the application from an agent it will executetheapplication
as, for example, C:\overcom\overcom.exe 194.217.180.180, where
194.217.180.180isthe|P Address of the agent.

Other applications use words or series of keystrokes as arguments, for
example: /9/t/y(slashes). For this type of application, enter the argument
exactly asit appears. Should any application take both an | P address and
slashes, replace the actual |P address with the word IPADDRESS.

If the application islaunched from the External Applicationsoptioninthe
Toolsmenu, thereisno | P address, and this part of the argument isignored.
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Edit Application Button: Toeditangpplicationinthel ocate Applicationto
Associatedialog box:

1 Clickonanapplicationinthe Application L abel field.

2 ClickontheEdit Application button. TheL abel Application dialog box
will appear as shown below:

| sl Apph: atinn E

(ke
Il'rh.al -

[‘Ib

Al b
I': WFPagarm Fie'Miscosl Chat\Cofal e

3 EdittheLabel and Argumentsfieldsasyou require. Any changes made
will appear inthe L ocate Application to Associate dialog box (you can
click on the Browse button to locate additional filesfor editing).

4 Click on OK to save changes, or click on Cancel to exit the dialog box
without saving changes.
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Setup Email Groups Page

Options Properties 7] x]

Email Groups: Thisoption allowsyouto define groups of email recipients
and send group messages. Select which printer states you want alerts for
(for example ‘out of paper’) and then set PeripheralVision® to email
notification of the problem as soon as it occurs. Before configuring the
PeripheralVision® email group options, you must have installed either
Microsoft Exchange or Outlook. 1naddition, you must log onto your email
sarviceunder Toolsmenu > Options> Configur ation Page> Other Settings
>Connect toMail Server.

Add Group: Whenyouclick onthe Add Group button, youwill seeadiaog
box that allowsyou to add new groupsto your list of group email recipients.
You must assign a unique name to each group before associating names,
addresses, and group messages with it. The group’s name will appear in
theEmail Groupslist.

Remove Group: When you click onthe Remove Gr oup button, you will see
adialog box that allows you to remove existing groups from your list of
group email recipients.
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Edit Group Message: Selecting thisbutton allowsyouto edit the messages
you have previously set up for specific groupslisted inthe Email Groups:
list.

Nameand Email Address: Thislist showsthenamesand email addresses
of the individual members belonging to your email groups. When you
select a group name from the Email Groups list, the member names and
addresseswill automatically appear here.

Add Address: Select thisbutton to add anew addressto the group currently
selected inthe Email Groups: list.

Remove Address: Select thisbutton to removean existing addressfromthe
group currently selected inthe Email Groups: list.

Setup Email Alertsfor All Agents: Thisbutton allowsyouto setup aerts
for all agents (devices) that indicate when email has been sent or received.
If you press this button you will see a dialog box prompting you for the
necessary datato setup email aerts.

Setup Sounds Page

Options Properties

gram FileshRingdale\Perpheral/izsiontS ounds\E ngli
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Configure Agents Status Sounds: You can associate specific error
conditionswith sound files (first, check the Use Soundsoption under Other
Settings on the Configuration page of Options Properties). The error
condition shown in the Statusfield is associated with the sound filein the
Path field.

Test Sound: Test a sound by pressing this button.

Browse: Use this button to find a sound file of your choice. After
associating an error condition with asound, click on the Set these sounds
asdefaultsfor new mapsbox to have the association apply to all new maps.

Setup AudioAlertsfor All Agents
Select thisbutton if you want to setup audio alertsfor all agentsdiscovered
by PeripheralVision®.
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Chapter 5
Operating PeripheralVison®: The Network Map

Creatingand Editing Your Network M ap

Having discovered all agents you can now create a network map. A set of
icons on the tool bar at the top of your screen will enable you to design
your screen layout and explore the cabling facilities.

E New Agent
The New Agent toolbar button allows you to add agents that have
not been autodiscovered. When this option is selected, the cursor
will change to a cross cursor for positioning. A single click will
locate the agent on the map and display an empty property page
(shown below) for specifying the agent’s details.

Agent property pages E ﬁ

Kyocera Printer
Epson Printer
MEL Printer
HF PFiinter
Lextdark Printer
Photocopier
Fax Maching

File Server
Fiouter
EBridge

Thetype of machine can be selected from the Har dwar e Type drop down
box. Clicking on the tabs at the top of the page allows you to enter both
Names and Addr essesfor the machine.
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AutoCable

Once all network agents have been discovered, the AutoCable
option allowsyou to automatically cable up the discovered devices.
When you click on the AutoCable button the program connectsthe
agent icons via colour coded lines. Machines that are on the same
IP sub-network are tied together and the cables are labelled
accordingly. Below isan example of an autocabled network map.

Fit; PeripheralVision(tm) - [Untitled]
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Thisfacility enables you to organize your autocabled map and add
new cables by following these steps:

1 Click ontheNew Cablebuttonto openadiaogbox for choosing
the cable colour and thickness (see next page).

Once colour and thickness have been set, press OK . The cursor
changes to a cross cursor.

To choose a starting point for the cable, click the left mouse
button on an appropriate point on the map screen.

Each subsequent click of the mouse will designate a corner of
the cable.

Double click to secure the cable end point.

2
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Cable Choices [ 2] 1

" Black Cable
" Green Cable I:an-:ell : i New CableDialogueBox

" Red Cable
rﬁ.

Blue Cable Eable Thickness
i~ vellow Cable 7 =

" Purple Cable

You can use these PeripheraVision® features to design a map of your
network, as shown in the example bel ow.

1 Click onand drag each agent icon to moveit to aspecific position on the
network map screen.

2 Use the cabling functions to construct the network.

3 Toaffix each agent icon to the appropriate cable, right click on the agent.
From the displayed menu, select Attach Agent.

4 To detach, follow the same procedure, but select Detach Agent.

% PeripheralVision{tm) - [Untitled]

File' Edit Wiew  Actions  Discovery  Toolz  Help

Nl2g|a] alvxls] alel le|nlEg] ~=] 2]

|Ready hode || Identify item [z 26263 i
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Additional Editorial Facilities

Delete Agent: Select an agent and press Delete or right click on an agent
and from the popup menu, select Delete Agent.

[elete Cable
CablePopup Menu
i icki - Delete Hod
Right clicking themouse on acablewill mrmae
bring up this menu: Hide Metisiork
Froperties. ..

You can use the popup menu optionsto del ete cables and nodes as required.
Select Hide Network to reduce the network that includes the selected
cable to an icon on the map screen. This can be useful when dealing with
large networks.

Print Preview: Select thisfrom the File menu to view your newly designed
map. You can choose to print your map in either Landscape or Portrait
format.

Additional Toolbar Options

sy | Sort Current Agents
&* | This option sorts agents displayed on the Peripheral Vision® map
into | P address code order from left-to-right and top-to-bottom. Al
current cabling will berecabled and the colour of cablesmay change.

Ij New Map Screen
= | Thistool bar button resetsthe map screen, del eting and clearing the
existing screen.

Save
IE Once you have discovered your network environment, selecting
this toolbar option allows you to save the map to a specified drive.
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=]

2

Open

After you have saved the information to a designated drive and
closed your map down, select this option to access the map again.

Print

Choose this option to print the discovered map displayed on the

screen.

Set Refresh Rate

Select this option to adjust the rate at which PeripheralVision®
updates the status of currently discovered agents. The following
box will appear, where you can change the Refresh Rate. You can
al so set the number of times Peripheral Vision® will probe an agent
beforedeclaringit“dead”. If youdon't want the currently discovered

agentsto be updated click off the Refresh Agents box.

Set Hefresh Rate for All Agents

= Setup Agent Befresh

Configure: a:time interval for checking if devices are =il responding ot the
discovered network [Refresh rate], and set the number of retnies for each check
[Mumber of retries).

IV Relresh agents

Refresh rate [min's] |

- Murnber of retries -

P

oK i Cancel i

Search Returns

After using the Ping Locater, NPMP™ L ocator, or Search DNS
functions, select this button to see a window showing the search
results. For example, after a multiple Ping, the Search Returns
window will display alist of the pinged | P addresses. For each Ping,
you will be told whether it was successful and whether the device

was |ocated.
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Refresh All Agents
Click onthisbuttonto refresh the status of all the discovered agents
on the map.

Send E-Mail

| = i Enables you to call a M essage box from within Peripheral Vision®
without the need to change windows (this facility can be turned on
and off by selecting Options from the Tools menu at the top of the
map screen and selecting the Configur ation property page. Under
Other Settings select Connect to Mailserver choosing on/off as
required).

Help Topics
f This toolbar button provides instant access to help pages and
registration information.

Toolbar Settings

To configure the toolbar settings:

1 Fromthe View menu at thetop of the map screen, click on Toolbar .

2 Click on Small Iconsor Large lconsor No Toolbar. Thelast option

removes the toolbar from the screen completely (the default setting is
Small Icon).
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Chapter 6
SNMP Tree Walker Function

The SNMP Tree Walker isaprogram that allowsyou to interrogate the M1B
(Management Information Base) tables of a discovered agent (or an agent
with an |P address) for more comprehensive SNMP information than is
displayed within the Peripheral Vision® property pages.

To Use SNMP Tree Walker:

f 1 Toopentheprogram, click onthe SNMP Tree Walker tool bar
button at the top of the Peripheral Vision® map screen:

or choose the SNM P Tree Walker option from the Tools menu. The
SNMPTREE dia og box will appear on your screen (see the following
page for apicture of the dialog box).

2 Optional: If you select adiscovered agent in Peripheral Vision® and then
open SNMP Tree Walker, theagent’s| P addressis passed to the program
and appearsinthe | P Addressbox. However, if the box is empty, you
must type in an address.

3 Click on the Test button. If the IP address is SNMP configured, the
Found and SNM P lightswill flash and the SNMPtreewill load into the
large box. If thereisno response, it isnot SNMP configured.

The Deviceat this Addressbox will show details of the agent you are
interrogating. The SNM P Object | D box will show the SNMP system
description available from most SNM P capabl e agents.
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The results of a successful test are shown on the screen below:

k4 SNMPTREE
PR Device at this &ddiess Coml.-nu. iy
194217183688 7| KKyocera 10/100basel FLASH | [public |
5,02, DD944E 97 ! !
@ & & - Selected [tem
Mame
TTesrd] Found SHMP ;Ieaf
~ SNMP Object ID Tipe
;1 361.211.1.0 ;DctetString Texl.fﬂexi
- directory Walue

[ Kyocera 10/100bazeT FLASH (6.03, DD344E-37 _ﬁj

gmt
-Mode

1-leat
- experimental

- private

- ECUrty

o B - SHMPy2 _.‘f’.j
Get | Gothet| Gethow| Getal | set |
Result of last Command
;DK
Load Tres I Save Tree i Add Tree i Save Branchi 0K 1

4 Optional: Occasionaly, thefirst test will fail. Click on the Test button
two or threetimes, if necessary.

Note: At the top right of the window is abox marked Community which
usually containstheword public, the default community name. If an SNMP
capable agent flashes as Found (yellow light) but does not acknowledge
SNMP (no green light) it may be set to use a different community name.
L ocate the community name, enter it, and run atest again (if the SNMPtree
program was called from another program, an appropriate community name
may automatically appear).

Note: SNM P has been implemented by many manufacturers. Althoughall
manufacturers have been working from the same RFCs, there are differences
ininterpretation. SNMP workswith almost every applicationyou are able
to connect to, but occasionally you will find odd agents that the program
cannot understand.
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WalkingtheTree

Thetreedisplay inthe SNMPTREE dial og box is manipulated in the same
way asthetreedisplay in Windows Explorer. Branches can be opened and
closed by clicking ontheplus (+) and minus(-) signs. A particular item can
be selected by clicking onit.

If aselected item represents an object which has avalue, the value will be
fetched and displayed in the Valuefield. If theitem does not represent a
value but is part of the tree structure, descriptive information is displayed
inthe fields on the right side of the screen under Selected Item.

Sdected | tem I nfor mation:

Name: Thisis the current object’s name (from a MIB and not the agent
being tested).

Type: Theobject typewill bein upper caselettersif it was obtained from the
tree information; it will change to lower case if obtained from the actual
value read from an agent.

Text/Hex: Clicking this button switches the Value display from text to
Hexadecimal display. Someretrieved itemsare marked asbeing octets(i.e.
bytes); these are often text strings and are displayed as such. Some octets
represent quantities such as machine addresses. In these cases, the
numerical value of each byte displayed as two hexadecimal digitsis more
useful.

Value: Thisisthe value retrieved for the current object. The display is
scrollableto allow for very largevalues. It can be switched from text to hex
type display as needed.

Result of Last Command: Thisfield holdsamessage describing the progress
of themost recent command. The messageisusually either OK or an error
statement explaining why arequested command failed.

SNM P Object I D: When an object isidentified inthetree, its OID will be
displayed inthisfield. AnOID can also bedirectly entered into this box.
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OIDs

Individual objects are identified in the SNMP world by a unique code, an
Object Identifier - often abbreviatedto an OID. An OID consistsof aseries
of positive numbers separated by dots. OlIDs are organised asavast tree.
Some branches are defined by the standards organisation and used by
many people. Other sub-branchesareallocated to a particular manufacturer
or type of device and defined by the interested parties.

To make full use of an agent’s SNMP information, it is desirable to know
what each value represents, including itsrange, name, etc. Thisinformation
isnormally supplied asa MIB, a “human-readable” document that follows
astandard format. A MIB lists the OIDs in a collection of sub-branches
and detailstheir relationships and use. The MIB is machine-readable and
structured so that information needed to access particular values can be
easily extracted.

OftentheMIB isnot available and you may not know thetype, manufacturer,
or model of the deviceyou are connected to. Thetree programwill extract
as much information as possible by interrogating the device and build the
needed parts of thetree. Individual values and tables may be examined.

To make full use of the SNMPinformation, fill out thetree structurewhich
containsthe datayou require. Oncethetree structureisfilled out, you can
select any particular OID and fetch its value by pointing to it in the tree

display.

Information for the tree consists of acombination of datafrom two sources,
the datafiles derived from MIB documents, and the information stored in
the devicebeing examined. For example, thevalue of aselected OID could
betheactivation of aprinter’s paper tray. By alteringthefigureinthe Tree
Walker'sValuefield, you could select or deselect that particular paper tray.
By clicking on the Set button, you could then send the data in the Tree
Walker'sValuefield totheagent. If theagentisconfiguredtoalow this, its
valuewill change accordingly. The Value window allows such valuesto be
edited and entered.
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LoadingtheTreefrom an Agent.

Get: Thiscommand automatically fetchesthe valuefor the OID currently
selected in the tree. Get is mainly used when looking at a value which

changes frequently.

Get Next: Clicking onthisbutton (inthe bottom right of the screen) requests
the next value from the agent under test. Oncethe agent has given you the
first OID, you can repeatedly click on Get Next to get acompleteread out of
the agent’s OID values. The program automatically adds any new OIDsit
receivesto thetree. Running through all Ol Dsassociated with aparticular
devicewill build acopy of the device's SNMP tree segment.

Get Row: Thevauefor an OID isoften shown with an extrazero ontheend.
Thetree may show an OID asatable of valueswith arange of valuesonthe
end, onefor eachvalueinthetable. Clicking onthe Get Row buttonwill call
the entire range of values to be fetched and displayed.

Get All: Clicking on the Get All button will repeatedly request the next
value until no further valuesareforthcoming. Thisisuseful whenfillingin
the details of an unknown device'stree structure. The button acts as both
a stop and start switch. This is necessary because some devices may
contain a very large number of values which take too long to fetch. The
auto repeat function stops when it reaches the end of the data, which is
signalled when no valueisreturned after asuitable amount of time, or when
an error isreturned.

When quizzing adistant device, or when using anoisy connection, it may
be necessary to use Get All repeatedly to reach the end of the device's
data. Errorsand long delays caused by anoisy channel may convincethe
program that the remote device has finished beforeit really has.
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Loadingthe Treefrom Files
Data files are loaded by using the buttons in the bottom left corner of the
SNMPTREE dialog box, asfollows:

1 Clickonthel oad Treebutton. Thefileselection screenwill bedisplayed
on your screen.

2 Click on Open. The default file name default.tre will be selected and
loaded. Default.tre containsinformation on several basic branches used
by many SNMP devices and is supplied with the program.

3 Oncethefilehasloaded, plus(+) signsappear next to treeentries. Click
on these + signs to expand the branch and display details of the loaded
file

4 If you wish to load a different set of information, enter the name and
path to adatafileinthefile selection screen. Click on Open.

Note: If youwant to mergefileinformation to the existing tree display rather
than replacing it, click on the Add Tree button instead of the L oad Tree
button before selecting thefile.

Saving Treelnformation

1 Click onthe Save Treebuttoninthelower |eft corner of the SNMPTREE
dialog box.

2 At the prompt displayed, type a file name for saving the current tree
information.

Note: Save Branch also saves tree information, but only for those items
below and to the right of the currently selected item.
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Chapter 7

Product Authorisation and Licence Transfer __

Peripheral Vision® software comes unlicensed for 30 days. At the end of
this period the software protection system assertsitself and encrypts parts
of the program. In order to reactivate the program and continue using the
full facilities of PeripheralVision®, you must obtain a Sitecode L icence.
Although you can use your CD to install PeripheralVision® on as many
machines as you wish, unless you obtain alicence for each machine, they
will ceaseto function fully after 30 days.

Product Authorisation
To obtain a Sitecode Licence contact your supplier or the manufacturer

with your Sitecode. Thiscan befound by selecting Register Product from
theHelp menu. The Registration dialog box will appear as shown below:

Site Key Hegistration

—Authorize Application
ite Code:

- Curent License Information
Status

;AUTHDHIZATIDN ok

Level E ;Nnt Authorised

D83 45FD 1880 47CE 26

Avithorizatiot:

Restrictions: Time[Days] Reg. Transferi Transfer In I Tranzfer Out i
Options 3 Optians &vailable ; | s e

[

Mum. Starting {30 Mum, Left ;‘5‘3‘“ i wfeb Site i
Help 1 ,Ti Cancel i

The Site Code is shown at the top right of the dialog box.
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If contacting Ringdale directly, please have your credit card information
ready for immediate registration. Registration can be done over the phone,
by fax, by post (for numbers and addresses see the back cover of this
manual) or across the Internet.

Note: Two buttons on the registration page enable you to obtain your
licence from Ringdale across the Internet. Select the Web Site button to
connect to the Software Authorisation page of the Ringdale web site, or
select the Email button to accessthefollowing form (before you can register
Peripheral Vision® by email, you must be connected to your Mail Server -
seethe section Configuration Pagein Chapter 4):

Client Registration Form

Mame i Company 1

Credit card Type ;
Address ;
Credit Card Number

— I
W Credit Card Expiry W
;...wm“...w

Fostcode ;
Fhoke Mo i

E-mail ;

Help i 0K i Cancel ’

Fill out theform and click on OK to send it to Ringdale asemail. You will
receive an email reply shortly.

EnteringtheSitecodeL icence

Once you have obtained the licence authorization key typeit into the data
field labelled Authorization. Then select the OK button. Your copy of
Peripheral Vision® will now be authorised.

The authorisation status will now be changed in the Current License
I nfor mation section. The L evel box should now say Full Version.
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LicenceTransfer

The Licence Transfer feature allows you to transfer the licence from one
computer to another, or from one directory to another.

Important

Itissafeto copy or renamethe directory that PeripheralVision® isin, but be
careful to avoid destructive actionsthat may del ete PeripheralVision® or its
surrounding files. If auser needsto reformat or change a hard disk, care
must be taken with the software authorisation key. It must betransferred to
asafelocation by installing Peripheral Vision® either on another machine or
on a separate directory on the same disk if only deleting that directory.

Usethe methods described bel ow to safely transfer thelicencefrom an old
toanew copy of Peripheral Vision®.

Two methods are described for moving a protected program. These do not
actually copy the program from one directory to the other. Instead, the
licence from one program is moved to a copy of the same program in a
different directory.

Direct Transfer - Windows 95/98

Direct Transfer is used to move a program from one local or networked
directory to another, asfollows:

1 Copy theprogram into another directory
2 Openthecopied softwareto indicatethat atransfer isbeginning. When

trying to open the software you will see the message shown on the top
of the next page.
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Your 30 Day Demo has now expired !

The 30 day demanstration period has now espired,
To register this product to re-establish & fully working version, click ‘Flegister Now!,

Otherwize, you may continue to use PeripheralVision partially disabled by clicking 'Run

Disabled:.
Bun Disabled j

3 After pressing Register Now you will be shownthe Sitekey Registration
Page as displayed on the opening page of thischapter.

4 Click onthe M ove L icencebutton and you will be shown thefollowing
window:

License Transfer

To move the license for Peripheralifizion to another
directory on the same computer, enter the new target
pathname here.

C:4PROGRAM FILESMTCAPERIPHERALS
«: | .
Browse.. 1
Ok 1 Eanicel j

5 InthePath text box, typethedirectory path where the unlicensed version
of PeripheralVision® will belocated, or usethe Browse button to locate
it.

6 Press the OK button and the message Transfer Complete will be
displayed.

7 Click onthe OK button to acknowledge this.

The copied program isnow authorised and theoriginal copy isunauthorised.
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Floppy Transfer - Windows 95/98

Floppy Transfer moves a licence from one computer to another using a
floppy disk.

Thisprocessinvolvestransferring specia Licence lmprint files. Totransfer
alicence from one computer to another, you must have:

1 A copy of theprogram already installed and authorised on one computer
(which shall be known as the source compulte).

2 A copy of the program already installed but not authorised on another
computer (which shall be known asthe target computer).

Assuming the transfer is from an already licensed source computer to an
unlicensed target computer viafloppy disk, the processis as follows:

1 Start the program in the target computer. The unauthorised 30 day
demo has expired window will be displayed if the demo hasexpired (the
program can belicenced before the demo expiresif required).

2 Click onthe Register Now button and you will be shown theSitek ey
Registration Page as displayed on the opening page of this chapter (or
accessthe page from the Help menu).

3 Clickon theReg. Transfer button and thefollowing window will appear:

License Transfer

Tranzfer between machines wia Hoppy
Step 1; On the Target machine, enter the path ta the

floppy disc
Lt
< o
Browse... I
0K 1 Cancel ]

4 Enter the path to your floppy disk drive.
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5 Click onthe OK button. Thisfunctionwill put aregistration imprint
on afloppy disk and the message Registration Complete should appear.

6 Takethefloppy disk out of thetarget computer and placeit in the source
computer.

7 Start the program on the source computer. From the Help menu at the
top of the map screen, select Register Product. Thiswill display the
Sitekey Registration Page again.

8 Next, click onthe Transfer Out buttonwhichwill display thefollowing
window:

License Transfer
Tranzter between machines wia Hoppy
Step 2 On the Source maching, enter the path ta the
floppy disc
Thiz will transter the license out of thiz copy of FY
A4
; it
Browse... i
Ok i Eancel I

Usethe Browse button to locate the directory of the program and click OK.
Thiswill read the registration imprint and write amatching licence imprint
tothefloppy. Itwill aso discontinuethelicence at the sourceif there was
asinglecopy. If therewere multiple copies, it will decrement thelicenceat
thesource by one. A message saying Transfer Completeisthen displayed,
indicating that the source program is unauthorised.

9 Takethefloppy disk from the source computer and placeit in thetarget
computer.

10 Start the programinthetarget computer. Click onthe Transfer | n button
onthe SiteK ey Registration Page. Thewindow shown at thetop of the
next pagewill appear.
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License Transfer

Transter between machings via Hoppy
Step 3 On the Target machine, enter the path ko the
Hoppy disc

Thiz will tranzter the license in to thiz copyp of P
EY
! H
Browse... 1
Ok 1 Eancel j

11 Inthe Path text box, enter the path to the floppy disk.

12 Click on the OK button. The message Transfer Complete should be
displayed. The Sitekey Registration Page will change to show
Authorisation OK.

The licence has now been successfully transferred. The source computer
isunlicensed and the target machineislicensed.

Direct Transfer - Windows NT

Transferring thelicencewith Windows NT softwarefollows essentially the
same procedure as for Windows 95/98, but includes an extrastep. NT has
aCrypKey Licence Service that supervises its protection systems. This
service must be informed that the licence is being moved. Proceed as
follows to move the licence from one directory to another on the same
machine:

1 Copy al PeripheralVision® files to the new directory, or re-install
Peripheral Vision® into the new directory.

2 FromStart/Programs/PeripheralVison, seect CrypKey Server for NT.

3 Click onthe Add button and enter the new path to the licence, or usethe
browse facility to locate the new directory.
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4 Click onthe Open button. You will see that the new location has been
added to the screen. Exit the CrypKey window.

5 Open PeripheralVision®intheold (licensed) directory (use Windows
Explorer tolocate and open the program asthe shortcut will be pointing
to the new directory). Follow the instructions as for Windows 95/98
Direct Transfer and transfer the licence to the new directory.

6 When the procedure is complete, manually delete the files in the old
directory using WindowsExplorer.

Floppy Transfer - Windows NT

To transfer a license using a floppy disk for Windows NT, follow the
instructions under Floppy Transfer - Windows 95/98 but with this extra
step. After Step 6:

From Start/Programs/PeripheralVision, select CrypK ey Server for NT.

Click on the Add button and enter the new path for the licence (i.e. the
floppy drive - usually the A drive), or usethe browse facility to find it.

Click on the Open button. You will see that the new location has been
added to the screen. Exit the CrypK ey window and continue with the 95/98
instructions.

When you return to the target computer, it will be necessary to repeat this
procedure, this time entering the location of the program you are about to
movethelicencetointothe CrypKey Server for NT window.

Note: Because no special "mediatricks’ are involved, you do not have to
use afloppy to transport these encrypted text filesback and forth. You can
use either your network or email to transfer alicence el ectronically around
theworld.

84



Appendix A

Menu Options

In addition to popup menus and tool bar buttons, PeripheralVision® also
has seven pull-down menus which are found at the top of the Map Screen.
Click on amenutitle to see the options available for each menu.

Note: Some of the menu functions can a so be accessed through the tool bar
buttons and are described in previous chapters.

FileMenu Options

Hereisan exampleof the pull-down FileMenu.
An explanation of the options follows.

New: Thisoption creates anew map screen.
Open: This option opens a previously saved map screen from disk.

Save: Thisoption savesthe current map screen to disk (Peripheral Vision®
saves its map screens as *.mdb Microsoft Access database files).

Save As: This option saves the current map screen to disk under a new
filename that you specify.
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Summary Info: Thisoption allowsyou to enter summary information about
the selected map. Choosing thisoption opensthe Summary I nfor mation
dialog box as shown below:

The data fields for Name and
Description can contain any
data you decide to enter.
However, it is recommended
that the contents refer to the
networks and devices of the
map currently displayed.

Page Setup: This allows you to see and manipulate an onscreen
representation of the printed page. Selecting this option opens the dialog
box shown below:

Page Setup EE
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You can set Paper Size and Source, paper Orientation, and Margins.
Selecting the Printer button allows you to review the default printer
information.

Print preview: This option displays an onscreen representation of what
the printed pagewill look like.

Print: This option printsthe currently displayed map.
Recent M aps: Selecting thisoption displaysalist of the mapsyou’ ve most
recently created in this program. To quickly reopen one of these maps,

click onthe map name.

Exit: Thisoption endsthe current session of Peripheral Vision®.

Edit Menu Options

Hereisan exampleof the pull-down Edit Menu.
An explanation of the options follows.

e

Delete Del

Eind  Chil+F

Delete: This option deletes the currently selected agent from the
Peripheral Vision® map screen.

Find: Thisoption activates a search routine that helps you to find desired
devicesfrom the map screen. When selected, the Find Agentsdial og box
appears, this is shown on the next page.
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Set the parameters for your search asfollows:

Search on: Select thedatafield to search (Icontitle, Host name, Hardware
address or |P address).

Enter thedetailsof theagent tofind: Typeinthenumbers, |ettersor specia
characters of astring to search for.

Clear Existing Highlights: Select thisbuttonto removeall highlightsfrom
previoussearches, Selecting thisbuttonwill not deleteany of the highlighted
information - it simply removesthe highlighting used toidentify information
matching the search criteria.

Refresh highlightsbefor e sear ch: Select thisoptionto haveall highlights
from previous searches cleared before beginning a new search.

Case Sensitive: Select this option to search for only the indicated case of
letters (capitalized or not).
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View Menu Options

St Here is an example of the pull-down View
Log File Menu. An explanation of the optionsfollows.
Foolbar::k

Graphs: Choosing this option will take you into the Graph Wizard. To
create a graph, follow the step-by-step instructions as explained in the
Graph Wizard (see Chapter 4 for further details).

L og File: When you select thisoption, the L og File Viewer will appear on
your screen. Thisautomatically keeps track of network activity and logs
“events’ that have occurred on the network. ToleavetheLog FileViewer,
select Close.

Toolbar : Choosing thisoption causes apopup menu to appear with alist of
options for toolbar appearance. You can choose either Large or Small
| consfor the PeripheralVision® Toolbar. You can also hide the Toolbar by
choosing No Toolbar .

ActionsMenu Options

MHew doemnt B

Mew Cable. Here is an example of the pull-down
Cable by [P network. - Cid+lG -~ ActionsMenu. An explanation of the
Sort Current dgents., options follows.

Befrezh Agentz How

New Agent: Use hisoption to create anew agent icon, asfollows:

1 Clickon New Agent. Themouse pointer will appear asacrosswhenitis
positioned over the map screen.

2 Left-click in the map screen to open the Agent Property Pagesdialog
box. Setup the propertiesfor the new agent as you require.
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New Cable: Use this option to create anew cable icon (see Chapter 5 for
further details).

Cable by I P network: This option activates automatic cabling of agent
icons according to the networks they belong to.

Sort Current Agents. Selecting thisoption opensthe Arrangel consdialog
box, which has two options for arranging devices on the map screen.

1 Arrangeby | P address: Thisoption sortsdeviceiconsin sequence
from left-to-right and top-to-bottom by their IP Addresses. All
current cabling will berecabled and the colour of cablesmay change.

2 Arrange by cable node: This option sorts all device icons on the
map screen by their network nodes, arranging them from top-to-
bottom (following arepeating pattern of |eft-to-right and then right-
to-left). Current cabling will be recabled and the cable colour may
change.

Refresh Agents Now: This option allows Peripheral Vision® to instantly
update the status of all devices on the network. Refresh Agents Now does
not discover new devices - it checks devices already discovered to see if
they are still “alive” on the network. For more information on refreshing
agents, seethetopic Set Refresh Ratein the Discovery menu topic.

Discovery Menu Options

Firud this M achitie.: Etel+L ]

NEME Hereisan exampleof the pull-down
Eing Discovery Menu. These options
T alow an aternative access to the
Search M5

toolbar discovery icons which are
explained fully in Chapter 2.

Set Befreshrate
Search Retirns Windaw

Find thisM achine: Thisoption autodiscoversyour computer, opening the
L ocatehomePC dial og box.
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NPMP: This option autodiscovers NPMP™ agents on the network,
accessing the NPMP™ discovery dialog box.

Ping: Thisoption autodiscoversall agentsat the specified |P Address(es).
When selected, the Ping | P Addr ess(es) dialog box is accessed.

Search DNS: This option autodiscovers all agents using the DNS. When
selected, the DNS Agent Discovery dialogue box is accessed.

Set Refresh rate: Thisoption setsthe frequency for updating the status of
all agents on the network. This option does not discover new devices- it
simply checks devices already discovered to seeif they are still “aive’ on
the network.

Search Returns Window: This option displays the results and gives
feedback on your latest search for agents on a network.

ToolsMenu Options
SHMPE Tree wWalker. . Ehl+E

Send E-Mail.. .

Here is an example of the pull-down
Launchafeb Browser .

Tools Menu. An explanation of the
DHS Lookup .

options follows.
External Applications L
Options::

SNMP TreeWalker: Thisoption startsthe SNMP Tree Walker, aseparate
application that enhancesthefunctionality of Periphera Vision®. Multiple
executions of the SNM P Tree Walker can be run simultaneously to monitor
different SNMP Trees, or networks (for moreinformation, see Chapter 6).

Send Email: Thisoption launchesan email application, if oneisinstalled.
You must provide the email application which is not included in
PeripheralVision®. PeripheralVision® simply has the ability to start such
applications.
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Launch Web Browser: This option launches an Internet Web browser, if
oneisinstalled. You must provide the web browser application which is
not included in Peripheral Vision®. PeripheraVision® simply hasthe ability
to start such applications.

DNS L ookup: This option determines IP Addresses and host names (or
text domain names). Thisisnot the samefunction as Sear ch DNSdescribed
under the Discovery Menu. You don't have know the IP Address of a
network or agent to discover it. Thisfeature allowsyou to specify either an
IP Address or a Host/Domain hame to discover networks and agents (for
further details see Chapter 2).

External Applications. Select thisto seealist of applicationsfor managing
specific types of agents available for your use. This list can include
applications such as PlotPro or Overcom.

Options. Thisoption opensthe PeripheraVision® Options Propertiespages.
For further details see Chapter 4.

Help Menu Options

el cugite. 5 Hereisan exampleof the pull-down
Eiegister Product Help Menu. Anexplanation of the
About Fenpheralizionitr] options follows.

Help Topics: This option displays the Help Contents page for
Peripherad Vison®.

Register Product: This option displays the Product Authorisation and
Licence Transfer dialog box (for moreinformation see Chapter 7).

About PeripheralVision: Thisoption displaysthe program information for
PeripheralVision®.
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Appendix B

I nstallation Notes

TCP/IP Protocol

TCP (Transmission Control Protocol) and I P (Internet Protocol) are terms
that have generally become interchangeable. TCP/IP protocol allows for
individual computers and computer networks to communicate with each
other. The success of TCP/IPis due to three main factors:

1 Because TCP/IP is available on a wide range of computers, it is an
attractive option for new products. Manufacturers can guarantee that
these products will work with many systems.

2 TCP/IP encompasses abroad range of extremely powerful and flexible
protocols, making it suitable for just about any task.

3 IPisthe protocol set used by the Internet.

TCP/IP describestwo protocols. TCP offersaguaranteed delivery service
ontop of IP, which isthe core datagram service. Improvementsin TCP/IP
are occurring frequently, with increased functionality constantly being
added. This makes TCP/IP a powerful protocol but has also created a
negativesideeffect. Many peopleincorrectly cal TCP/IPsimply IP, however,
TCP/IP actually comprises a larger range of protocols and functionality
than IP aone.

Moreover, because TCP/IP isrequired for awide range of environments,
some configuration may be needed to get it running on any given network.
For example, a server name and network number may be required. For
bigger networks, the network configuration required involves ensuring
that each network unit has aunique number. With just IP, however, several
server processes may be necessary.  You may need to tell new workstations
about the network configuration or provide translation services between
host names and their | P addresses.
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TheBasicsof TCP/IP

The core of TCP/IP isthe host address, also known asthe |P address of a
machine. Every machine on your network that isrunning | P needsaunique
host address. Thereisno distinction between workstations, printers, routers
or servers- they areall IPhosts. If you arefamiliar withlocal networks, you
will know that each workstation and server also has a unique address
whichisset automatically. With IPyou haveto set theseyourself. Networks
also include the concept of the network number. There is a similar and
equally important concept in IP called the subnet address, but thisisless
obviously identified - rather than typing in a network number, the address
of the subnet to which amachineis attached isembedded inits 1P address.
All IP addresses are 32 bits, i.e. four byteslong. 1P addresses are usually
writtenin decimal format, for example:

192.130.159.163
Associated with aparticular |P addressisthe subnet mask. Thisisusedto
tell you how many of the leading bits in a given IP address denote the
subnet address, e.g. the typical subnet mask of

255.255.255.0
means that the first three bytes of an 1P address denote the subnet address,
and the last byte identifies a particular host on that subnet. Sowithan 1P
address of:

192.130.159.163
and a subnet mask of:

255.255.255.0

the subnet address is:

192.130.159
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and the host identifier is:
163

Such asubnet addressisknown asaClass C network. Thismeansyou can
have up to 256 different host addresses on that subnet (using 0 and 255 is
abad idea, however, asthese can conflict with other network services. In
practice, it is best to use arange of 1 to 254, giving 254 total addresses).
Class B networks use a subnet mask of:

25525500

giving two bytesworth of addresses (65,536) for potential use. Thereare
also Class A networks with a subnet mask of :

2550.00
giving three bytes worth of addresses.

If your TCP/IP network isnever going to be connected el sewhere, you can
use whatever subnet mask and I P addressing structure you want. Do not
use 0 or 255 for | P addresses as these are used by network services, asis
127.x.x.x. But typically, youwill want to attach your network to the Internet
viaan | SP (Internet Service Provider).

Usually, the | SPwill supply you with aunique Class C address. They will
give you athree byte address which you can use with a subnet mask of:

255.255.2550.

You can then use the remaining byte in the address to identify the hosts on
your network. If you have more than 255 hosts, you can ask for aClass B
address, but these are running out quickly, so you will haveto justify your
reasons for needing one. You will probably haveto settle for two or more
Class C addresses. Class A addresses are reserved for organizations such
asthe US Department of Defense.
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NameServers

If you have used the World Wide Web (WWW), you will know that most
siteshave aname. Although all you need to know isthe host’s name, the
I P stack also needs to know the host's address. The translation between
the host’s name and its | P address (and vice versa) is provided by a DNS
(Domain Name Server). The DNSisasoftware processrunning on anetwork
machine that provides alookup service for IP protocol stacks.

Thereare utilitiesalowing you to query aDNSdirectly, but generaly this
is done “behind the scenes’. If your network is completely standalone,
youwill need to haveyour own DNS somewhereon your network. However,
if you have an Internet connection, your |SPwill have at least one DNSon
your side of the connection. This adds resiliency and reduces the amount
of traffic over theInternet connection. PeripheraVision® hasaDNS L ookup
facility to enable you to search aDNS.

A single DNS, even onefor an | SP, will not havethe namesand | P addresses
of the millions of hosts on the Internet. Therefore, you configure your
hostswith alist of several DNS services - your | SP can provide you with a
list. If the host cannot find the address it is looking for in the first listed
DNS (typically your local one) it triesthe next oneinthelist. If theaddress
cannot be located after the entire list has been searched, you will receivea
message stating that it cannot be found.
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Appendix C

Glossary

Address- One or more characters specifying the recipient or originator of
transmitted data. An address can aso denote the position of either datain
the computer memory or the datapack itself whileitisintransit through a
network.

Administrator - Theindividual responsiblefor managing the LAN. This
person configuresthe network, maintai nsthe shared resources and security,
and assigns passwords and privileges.

Agent - A software-driven process running on a communications or
networking device that allows that device to participate in a network
management system. For example, an SNMP agent running on a router
allows the router to exchange information with an SNMP network
management system through the use of SNMP protocol.

AppleTalk - A seven layer protocol stack developed by Apple for
communication amongst its Apple Macintosh products.

ARP (Address Resolution Protocal) - The Internet and TCP/IP protocol
used to dynamically bind ahighlevel 1P address, such asan Internet address,
to alow level physical hardware address (12-digit node address assigned
toall hardware).

AUI (Attachment Unit Interface) - The IEEE802.3 specified cable and
connector used to attach devicesto aMAU. Defined in section 7 of the
802.3 standard.

10Base? - A form of Ethernet and |EEE 802.3 network cabling using thin
co-axia. It refersto 10 Mbit/s speed BA SEband transmission over 200
metres maximum length - in practice 185m - and is commonly known as
Cheapernet.
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10Baseb - Ethernet and |EEE 802.3 network cabling using thick co-axial
with 10 Mbit/s speed BA SEband transmissi on and 500m maximum length.

10BaseT - Ethernet and | EEE 802.3 network twisted pair cabling with 10
Mbit/s speed BA SEband transmission and amaximum length of 200m.

100BaseT - Severd Fast Ethernet 100 MBps CSMA/CD standardsfor twisted
pair cables; al are standards (or planned standards) under |EEE 802.3.
They including: 100BaseTx (100 Mbpsover two-pair Cat5 or better cable),
100BaseT4 (100 Mbpsover four-pair Cat3 or better cable), 100BaseT2 (in
committee; 100 Mbpsover two-pair Cat3 or better cable).

Bindery - A database that contains definitions for entities such as users,
groups and workgroups in the Novell NetWare LAN network operating
system environment. The bindery supports the design, organisation and
secure operation of the NetWare environment.

Datagram - A method of sending data with parts of the message sent in
random order. The recipient machine reassembl es the parts sequentially.

DNS (Domain Name System/Server) - The on-line distributed database
system used by the Internet to map namesinto | P addresses. Internet DNS
servers implement a hierarchical name space which gives sites freedom
when assigning machine names and addresses.

Domain - A group of network nodesforming an administrative entity or a
number of servers grouped together and named to simplify network
administration and security. Every computer onaLAN belongsto at least
onedomain. However, logging on to one domain does not limit resources
in other domains in which the user has access permission.

Duplex - Simultaneous, two-way independent transmission of data.
Electronic mail, Email - The electronic transmission and reception of
messages and text-based information without the need for the recipient to

be present at the time of the transmission.

Ethernet - The most widely used LAN transmission network. Based ona
bus network topology, it runsat amaximum 10 Mbit/s- in practicefar less
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- and adopts CSMA/CD techniques operating over conventional co-axial
cable, thinwireco-axial cableand Unshielded Twisted Pair cabling. A fibre-
opticimplementation hasalso been defined. Ethernet hasbeen standardised
by the|EEE asthe |EEE 802.3 standard.

Fileserver - A computer attached to aLAN running a Network Operating
System (NOS). The NOS alowsthefileserver to regul ate communications
among the workstations connected to it on the LAN and to manage the
shared resources available on the file server, such as hard disk storage and
printers. A fileserver may be dedicated: the computer is used only as a
fileserver, or non-dedicated: the underlying computer that the NOS runs
on is used for another task simultaneously.

FTP (File Transfer Protocol) - The standard, high level TCP/IP protocol
for transferring files from one machine to another acrossthe Internet.

HTML (Hyper Text Mark-up Language) - The language used to create
documents on the World Wide Web.

Hub - The centre of a star topology network or cabling system. A multi-
node network topology with acentral multiplexer and many nodesfeeding
into it through the multiplexer or hub (other nodes do not usually directly
interconnect). LAN hubsare becomingincreasingly popular with the growth
of structured cabling and the need for LAN management.

IAB (Internet ActivitiesBoar d) - Thetechnical body that setspolicy and
standards for TCP/IP and the connected Internet suite of protocols.

| EEE - Indtitute of Electrical and Electronic Engineers: aUS publishing and
standards organisation responsible for many LAN standards such as the
802 series.

| EEE 802.2 - Thedatalink standard for usewith |IEEE802.3, 802.4 and 802.5
standards. It specifies how the basic data connection should be set up
over the cable.

|EEE 802.3 - The |IEEE standardisation of Ethernet. A Physical Layer
definition that includes specifications for physical cabling plus the
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method of transmitting dataand controlling accessto the cable. It usesthe
CSMA/CD access method on a bus topology LAN.

| EEE 802.5 - The | EEE standardisation of IBM Token Ring. A LAN Physica
Layer standard that uses the Token Ring passing access method on aring
topology LAN.

| EEE 802.6 - Thestandard that definesMANSs. Thefirstinstallationwill be
SMDS-based using short packet ATM transmission.

I nterface- Theplaceor pieceof equipment whereinteraction occursbetween
two systems or processes.

Internet - A group of interconnected networks appearing to be one
continuous network which can be addressed seamlessly at Network Layer
Three of the OSI model. Typical internetsare built using routers, either to
form a backbone router network or to link together LANSs at the Network
Layer.

Thelnternet - A collection of networksand gatewaysall usingthe TCP/IP
protocol suite. The Internet functions as a single, co-operative virtua
network. It providesuniversal connectivity, threelevelsof network services,
connectionless packet delivery; full duplex stream delivery, and application
level servicesincluding email.

I P (Internet Protocol) - The TCP/IP standard protocol that definesthe IP
datagram as the unit of information passed across an internet. TCP/IP
provides the basis for connectionless packet delivery service.

| P Address- The 32-bit address assigned to ahost allowing it to participate
inaTCP/IPinternet.

LAN (Local AreaNetwork) - A communication systemthat linkscomputers
together to form anetwork via(usually) awire based cabling scheme. LANs
connect PCs, workstations and servers together, allowing users to
communicate and share resources. Deviceslinked by aLAN may beon a
floor of abuilding or on acampus.
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LANManager - LAN Network Operating System devel oped by Microsoft
which runs on top of OS/2 and Windows NT.

LAT (Local Area Transport protocol) - A DecNet specific protocol for
exchanging small packets of datatypically between Dec Vax host computers
andterminal serversinaLAN.

MI1B (M anagement Infor mation Base) - The set of database variablesthat
agateway running CMOT, SNMP or CM| P network management protocols
maintains. MIB definesvariables needed by the SNMP protocol to monitor
and control components in a network. Managers fetch from or store in
thesevariables. MIB-11 refersto an extended SNM P management database
that contains variables not shared by both CMOT and SNMP. The CMIP
and SNMP MIB formats differ in structure and complexity.

Moaodem - A device named from an amalgam of the words modulator and
demodulator. A modem will modulate an outgoing binary bit stream on an
analogue carrier and demodulate an incoming binary bit stream from an
analoguecarrier.

Network interface - The point of interconnection between a telephone
network operator'scommunication facilities, terminal equipment, protective
apparatus or writing at a subscriber's premises. Thisdemarcation pointis
on the subscriber's side of the phone company's protector or its equivalent.

Networ k M anagement - The process and techniques of remotely or locally
monitoring and configuring networks.

NPMP™ (Network Peripheral Management Protocol) - A transmission
protocol for TCP/IP based network management that facilitates access to
both configuration and statistical information. NPMP™ also allows
alteration of the configuration datastored in an NPMP™ compliant network
peripheral device.

Octet - A grouping of eight bits in a packet switched network which is
similar, but not identical to, abyte.
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OEM (Original Equipment Manufacturer) - The maker of equipment
marketed by another vendor, usually under the name of the reseller. The
OEM may make only certain components or complete devices, which can
then be configured by the reseller with software and/or hardware.

Packet - A collection of bits, including the address, data and control, that
are switched and transmitted together. Theterms*“frame” and “ packet” are
often used synonymously.

Port - A computer interface capable of attaching to another device, such as
amodem for communicating with aremoteterminal. If theportiswithina
hub, it can attach to a workstation.

Printserver - A computer and/or type of software providing access to a
central printer for users on a network. The printserver acts as a buffer,
holding the information to be printed in memory until the printer is free.
The printserver can be programmed to print the jobs in the order received
or to give priority to particular users who, in effect, “jump the queue.”
Printservers promote maximum expl oitation of expensive resourcessuch as
laser printers and savetime by automatically retrying print jobsif the printer
isinitially busy.

Printer driver - A program that controls printing and sets options such as
print quality and paper size for a particular printer. For example, in
LANManager, each printer queue has a single printer driver associated
withit.

Protocol - A set of rules governing the information flow within a
communications infrastructure, often known as "data link control".
Protocols control format, timing, error correction, and running order. Their
presenceisessentia when adeviceinterpretsincominginformation. Suites
of protocols are often used in networks, with each protocol responsiblefor
one part of acommunications function.

RFC (Request For Comment) - A document seriesbegunin 1969 describing
the Internet suite of protocols and related experiments.
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Repeater - A devicethat extendsthe maximum length of the cable used on
asinglenetwork. Infibre networks, therepeater isan optoel ectrical module
that receives an optical signal and convertsit into electrical form.

RMON (Remote MONitoring) - A SNMP specification for multivendor
statistics gathered by a standards based (de facto SNMP) management
station from de facto standard RMON-compliant devices.

RJ45 - The popular name for the 8-pin modular connector inthe 10BaseT
standard for UPT connections to workstations or smart wiring hubs. The
actua connector isdescribed in | SO standard 8877.

Router - A network interconnection device operating at OSl Network Layer
(Level Three) that supportsaparticular Network Layer protocol and related
stack, such as TCP/IP, DECnet, XNS, SNA, OSl IP, IPX. Routersusually
support multiple protocols by a variety of methods such as Protocol
Independent Routing. A router can be used to link LANstogether locally
or remotely aspart of aWAN. A network built using routersis often termed
aninternetwork.

Simplex - A communications system or link which can carry asignal inonly
onedirection.

SNM P (SimpleNetwor k Management Pr otocol) - A transmission protocol
defined by the IAB in RCF1157 for TCP/IP based network management,
widely accepted as a de facto standard for LAN network management.
SNMP is used to monitor IP gateways and the networks to which they
attach. It definesaset of variablesthat the gateway must keep and specifies
that all operationson the gateway are aside-effect of fetching or storing to
the datavariables. SNMP consistsof three parts. Structure of Management
Information (SMI), Management Information Base (M1B) and the protocol
itself. The SMI and MIB define and store the set of managed entities;
SNM P conveysinformation to and from these entities. The public domain
standard is based on the operational experience of TCP/IP internetworks
within DARPA/NSFnet.
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Sitecode - The registration code unique to each workstation or PC. You
giveyour sitecodeto your supplier when you licence softwareto amachine.

TCP/IP (Transmission Control Protocol/Inter net Protocol) - Thesuite of
protocols used and devel oped by DARPA and the USDoD. The protocols
build up to and include Layer Four of the ISO OSI model, but there is no
direct correspondence layer for layer. Threemain protocolssit above TCP/
IP: TELNET, FTR and SMTP.

TELNET - The TCP/IP standard applications-level protocol for remote
terminal connection service. Telnet allowsauser at onesiteto transparently
interact with, or pass through to aremote network or time-sharing system
at another site, while appearing asalocal terminal.

WAN (Wide Area Network) - A network covering alarger geographical
area than a LAN where telecommunications links are implemented, and
normally leased from the appropriate Public Telecommunications
Operator(s). Examplesof WANSsinclude packet switched networks, public
data networks and Va ue Added Networks.

WBEM (Web Based Enter prissM anagement) - WBEM integratescommon
but disparate standards - including SNMP, the simple network management
protocol, DMI , the desktop and server management interface, and HTTR,
the hypertext transfer protocol for Internet communication - into an
architecture that any web browser can manage.

Windows - The Microsoft standal one operating system with an integral
graphical user interface which runs on top of MSDOS.

Windows NT (New Technology) - Microsoft's scalable 32-bit version of
Windows aimed at high-end workstation users. Windows NT can be a
standalone operating system. It can also be a "network ready" system
capable of acting asasmall application server for aworkgroup of Windows
- based PCs. Windows NT incorporates Windows 3.1 and WFWG.
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